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プライバシーと個人データの収集に関する規定

トレンドマイクロ製品の一部の機能は、お客さまの製品の利用状況や検出にかかわる情報を収集してト
レンドマイクロに送信します。この情報は一定の管轄区域内および特定の法令等において個人データと
みなされることがあります。トレンドマイクロによるこのデータの収集を停止するには、お客さまが関
連機能を無効にする必要があります。

InterScan Messaging Security Virtual Appliance により収集されるデータの種類と各機能によるデータの
収集を無効にする手順については、次の Web サイトを参照してください。

https://www.go-tm.jp/data-collection-disclosure

重要 : データ収集の無効化やデータの削除により、製品、サービス、または機能の利用に影響が発生
する場合があります。InterScan Messaging Security Virtual Appliance における無効化の影響を
ご確認の上、無効化はお客さまの責任で行っていただくようお願いいたします。

トレンドマイクロは、次の Web サイトに規定されたトレンドマイクロのプライバシーポリシー (Global
Privacy Notice) に従って、お客さまのデータを取り扱います。

https://www.trendmicro.com/ja_jp/about/legal/privacy-policy-product.html

https://www.trendmicro.com/ja_jp/about/legal/privacy-policy-product.html
https://www.go-tm.jp/data-collection-disclosure
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第 1 章

インストール

IMSVA のインストール処理では、既存のシステムがフォーマットされ、IMSVA
がインストールされます。インストールの手順は、基本的にはベアメタルと
VMware ESX 仮想マシンプラットフォームで同一です。ベアメタルのインス
トールでは、IMSVA インストール DVD を起動するとインストール手順が開
始します。VMware のインストールでは、仮想マシンを作成してからインス
トールする必要があります。

このガイドでは、OS として CentOS Linux 7 をサポートする IMSVA のインス
トール方法について説明します。

この章の内容は次のとおりです。

• 6 ページの「システム要件」

• 6 ページの「IMSVA をインストールする (CentOS Linux 7)」
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システム要件

最新の情報については弊社の「最新版ダウンロード」サイトにある最新の
Readme をご参照ください。

http://downloadcenter.trendmicro.com/index.php?
clk=left_nav&clkval=all_download&regs=jp

IMSVA をインストールする (CentOS Linux 7)

注意

現在のビルド 2047 には IMSVA 9.1 Patch 3 のすべての機能が含まれており、ビル
ド 2048 以降の HotFix がサポートされます。

IMSVA では、CentOS Linux 7 OS をサポートする自己完結型のインストールを
実行できます。

注意

上位/下位デバイスを構成する場合は、すべてのデバイスを CentOS Linux 6 また
は CentOS Linux 7 のいずれかに統一して、異なる OS のデバイスが混在しないよ
うにしてください。

手順

1. IMSVA のインストールを開始します。

システム要件については、6 ページの「システム要件」を参照してくださ
い。

• ベアメタルサーバの場合

a. ベアメタルサーバが CentOS 7.7 x86_64 をサポートしていること
を確認します。

b. IMSVA インストール DVD を目的のサーバの DVD ドライブに
挿入します。

http://downloadcenter.trendmicro.com/index.php?clk=left_nav&clkval=all_download&regs=jp
http://downloadcenter.trendmicro.com/index.php?clk=left_nav&clkval=all_download&regs=jp
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c. ベアメタルサーバの電源をオンにします。

• VMware ESX 仮想マシンの場合

a. VMware ESX サーバ上に仮想マシンを作成します。

b. 仮想マシンを起動します。

c. IMSVA インストール DVD を、次のいずれかの方法で仮想 DVD
ドライブに挿入します。

• IMSVA インストール DVD を ESX サーバの物理 DVD ドラ
イブに挿入します。そして、仮想マシンの仮想 DVD ドライ
ブを物理 DVD ドライブに接続します。

• 仮想マシンの仮想 DVD ドライブを IMSVA-9.1-2047-
x86_64.isoファイルに接続します。

d. VMware 管理コンソールで [仮想マシン] > [Ctrl+Alt+Del の送信]
の順にクリックして、仮想マシンを再起動します。

画面には次のオプションのある [IMSVA 9.1 Setup Wizard] が表示されま
す。

• Fresh Install: 新しいハードウェアまたは仮想マシンに IMSVA をイン
ストールする場合、このオプションを選択します。

• System memory test: メモリ診断テストを実行する場合、このオプショ
ンを選択します。

• Exit installation: インストール処理を終了してローカルディスクから
起動する場合、このオプションを選択します。
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2. [Fresh install] を選択します。

使用許諾契約書の同意に関する画面が表示されます。
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3. 使用許諾契約書の内容に同意できる場合は [Accept] をクリックして続行
します。

インストールに使用するディスクを選択するための画面が表示されま
す。

4. ディスクを選択して、[Continue] をクリックします。
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ハードウェアプロファイルの確認画面が表示されます。IMSVA インス
トールプログラムがハードウェアを検索し、最小要件が満たされている
かどうかを調べます。

5. 情報を確認して、[Continue] をクリックします。
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警告画面が表示されます。

6. すべての情報が正しければ、[Continue] をクリックして続行します。
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ディスクのフォーマットが開始されます。フォーマットが完了すると、
IMSVA のインストールが開始されます。

7. インストールが完了したら、DVD をドライブから取り出し、再インス
トールが行われないようにします。
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インストールが完了すると、IMSVA が再起動されます。IMSVA が再起動
されると、CLI の初期ログオン画面が表示されます。

8. IMSVA にログオンします。

a. 次の初期設定のアカウント情報でログオンします。

• ユーザ名: admin

• パスワード:imsva

b. 特権モードに入るには、プロンプト「>」で次のアカウント情報を入
力して、<Enter> キーを押します。

• ユーザ名: enable

• パスワード: Trend#2

特権モードでは、続行する前に「enable」と「root」の両アカウント
の初期設定のパスワードを変更するように求められます。

c. 指示に従って、2 つのアカウントの初期設定のパスワードを変更しま
す。
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9. ネットワーク設定を完了します。これにより管理コンソールにアクセス
できるようになります。

a. 次のコマンドを実行して、ネットワーク設定を開始します。

configure network basic

b. 次の各ネットワーク設定を行い、<Enter> キーを押します。

表 1-1. ネットワーク設定

パラメータ 説明

Host name この IMSVA ホストの適切な完全修飾
ドメイン名 (FQDN) を入力します。

IPv4 address IMSVA 管理インタフェースの IPv4 ア
ドレスとサブネットマスクを入力し
ます。

IPv4 gateway 適切な IP アドレスを入力して、この
IMSVA のインストールに対するゲー
トウェイとして使用します。

Preferred IPv4 DNS 適切な IP アドレスを入力して、この
IMSVA のインストールに対する優先
DNS サーバとして使用します。

Alternate IPv4 DNS 適切な IP アドレスを入力して、この
IMSVA のインストールに対する代替
DNS サーバとして使用します。
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パラメータ 説明

(Optional) IPv6 address オプションで、IMSVA 管理インタ
フェースの IPv6 アドレスとサブネッ
トマスクを入力します。

c. 「Y」と入力し、設定を確定して再起動します。

指定したネットワーク設定が実装され、すべてのサービスが再起動
されます。初期設定が完了し、IMSVA 管理コンソールにアクセスで
きるようになります。

10. (オプション) 外部データベースを使用する場合は、次のコマンドを実行し
て外部データベースを初期化します。

#/opt/trend/imss/script/cfgtool.sh init_new_ext_admindb
admin_db_address admin_db_port admin_db_user
admin_db_pasword admin_db_name
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