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Read Me First for accessory and 
replacement parts 
Thank you for choosing TippingPoint products. 

Threat Management Center
The Threat Management Center (TMC) is a service center that monitors sensors around the world for 
the latest attack information, and then builds and distributes attack filters. 

The TMC (https://tmc.tippingpoint.com) also includes various documentation, the TippingPoint 
knowledge base, and information about how to contact support.

For product documentation, visit the Trend Micro Online Help Center 
(http://docs.trendmicro.com/en-us/home.aspx).

Accessory and replacement part installation
For information about accessory and replacement part installation, see the documentation for your 
product.

Warning: Before you install your product, review and adhere to all guidelines described in the safety, 
specification and installation documentation. Follow the safety precautions when you install a 
replacement part or accessory:

Accessory or 
replacement part

Safety precautions

FIPS enclosure
Warning: To prevent bodily injury when mounting or servicing this unit in a 
rack, take special precautions to ensure that the system remains stable.

Important: To avoid pinching the cables when the cover is installed, make sure 
that they are positioned to the side before routing them up or down.

CFast card
Important: Failure to properly remove the TippingPoint CFast card can result in 
disk corruption and a system error.
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SSD module
Important: Failure to properly remove the TippingPoint SSD module can result 
in disk corruption and a system error.

I/O module
Warning: Do not leave slots empty for an extended period of time. Insertion of a 
blank module or I/O module ensures that the device is correctly cooled.

ESD Requirements: Damage from Electromagnetic Static Discharge (ESD) can 
occur when electronic components are improperly handled. Improper handling can 
result in complete or intermittent system failures. Proper ESD protection is 
required whenever you handle equipment. The following general grounding 
guidelines apply: 

• Always use an ESD wrist strap when adding or removing components from the 
chassis. 

• Avoid touching the circuit boards or connectors on all cards and modules. 
• Avoid contact between the printed circuit boards and clothing. The wrist strap 

only protects components from ESD voltages on the body. ESD voltages on 
clothing can still cause damage. 

Place a removed component board-side-up on an antistatic surface or in a 
static-shielding container that is also grounded to the same point as the device. If 
you plan to return the component to the factory, immediately place it in a 
static-shielding container.

Important: Only optical transceiver modules (including SFP, SFP+, and QSFP+) 
available from TippingPoint have been validated to achieve optimal performance 
with TippingPoint products. Other vendor devices are not supported. Using other 
vendor devices could be detrimental to proper operation of the TippingPoint 
system.
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Safety and compliance
TippingPoint products comply with the following safety standards:

• UL 507
• UL 1007
• IEC/EN 60950-1
• CSA C22.2 No. 113-08

Reduction of hazardous substances
TippingPoint products comply with the RoHS Directive 2011/65/EU.

Trend Micro  
Model Farm Road 
Cork, Ireland 
Eircode T12 VP44

Waste electrical and electronic equipment
The host product of this custom accessory complies with the labeling requirement of the 
Waste Electrical and Electronic Equipment (WEEE) Directive 2002/96/EC.

Power supply
Warning: Do not attempt to install a DC power supply into an NGFW 
appliance. The NGFW appliance does not contain the grounding capability for safe 
installation of a DC power supply. Bodily harm and damage to the system could 
result.

Warning: When installing the product, always make the ground connection 
before applying power to the unit. This equipment needs to be grounded to an 
external ground connection. Use a green and yellow 12 AWG ground wire to 
connect the host to earth ground during normal use. Disconnect the ground 
connection only when the unit is completely powered down.

Caution: Do not attach a ground wire to the ground screw on the DC power 
supply module. Attach the ground wire to the DC grounding screw holes at the rear 
of the device. Refer to the product installation instructions on the TMC for the 
location on the 2200T TPS chassis.
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Turkish recycling notice

Ukraine compliance statement

Ukraine: The equipment complies with requirements of the Technical Regulation, approved by the 
Resolution of Cabinet of Ministry of Ukraine as of December 3, 2008 No. 1057, in terms of restrictions 
for the use of certain dangerous substances in electrical and electronic equipment.

Notice about your EULA and Hardware Limited 
Warranty
The End User License Agreement (EULA) for this product and the Trend Micro License Terms that 
apply to any software accompanying this product are available at:

https://www.trendmicro.com/tippingpointeula
Your Hardware Limited Warranty for this product is available at:

https://www.trendmicro.com/tippingpointwarranty
You can also request a copy of the Terms from the seller of this product, or contact your local Trend 
Micro sales office. Trend Micro regards any use you make of this product or software as agreement to 
the Terms even if you do not review the Terms.

Україна: Обладнання відповідає вимогам Технічного регламенту щодо 
обмеження використання деяких небезпечних речовин в електричному та 
електронному обладнані, затвердженого постановою Кабінету Міністрів 
України від 3 грудня 2008 № 1057. 

Legal Notice

© Copyright 2018 Trend Micro Incorporated. All rights reserved. 

Trend Micro, the Trend Micro t-ball logo, TippingPoint, and Digital Vaccine are trademarks or registered trademarks of Trend Micro Incorporated. All 
other product or company names may be trademarks or registered trademarks of their owners. 
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