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15 9?0%;%*;3;;15 BIRLEUR MASTRTOIP 7 FLRDS
<soTypeSettin E=LET, Tz bETHORR—ELET,
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3. [TRTCZIAR—RN%E7Vv7 LET,
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4 T AR—IRET LD, (Fyrr—Rz270y7 LET,
MERBAR > 7 ANFRRINET,
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W RO ARFEAT V=V N T —% 7 7 AV (*.csv) % Control Manager |Z
AVR—=FT DL, RFEALT V=27 PV AR UKR—KFY—1
(ImportSOFromCsV.exe) ZHH L E T,

@EE

FREFT V27 b AR — Y —ILiE, Control Manager7.0 LA CEA TX £97,
FH D Control Manager A > A b —/L 3 =R E T a— R 5120, http://

downloadcenter.trendmicro.com/index.php?clk=left nav&clkval=all download&regs=

EZRLTIIZE N,

1. Control Manager Y—N_Tav s RFe 7 e £,

2. WOa<wry REHEHL T, ImportSOFromCSV.exe 7 7 A V&G FILD
T4 L7 M) EROTET,

cd <Control Manager 4 YA F—JILT a4 LT V>



http://downloadcenter.trendmicro.com/index.php?clk=left_nav&clkval=all_download&regs=jp
http://downloadcenter.trendmicro.com/index.php?clk=left_nav&clkval=all_download&regs=jp
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3. Oa<wr R&EfEHA LT, ImportSOFromCSV.exe & FITLE T,

ImportSOFromCSV.exe "< JJ)LINA>" {UserDefinedSO |
ExceptionSO}

I TIEREEWRLET,
<STWIRAR> WHIRTERD CSV 77 ANVDT 4 L7 M) T 7 A0

HERELET,
{UserDefinedso}: T—VIFEDAREA T 27 Y A MF—HMN
EEND 7 FANERELET,

{ExceptionSO}: HART F T A4 W AREA TV =7 MO Y A I
T—ENEEND T 7 ANERELET,

B

SuspiciousObjectImporter.exe "c:\Program Files
(x86) \Trend Micro\Control Manager
\importExceptionSample.csv" ExceptionSO

importExceptionSample.csv TrANE c:¥Program Files
(x86) ¥Trend Micro¥Control Manager T4 L7 FUHE Control
Manager DIRART 77 A PAREFEA 7V =7 FOERI U A MTA »
R—HFLET,

Control Manager #ffA L TIRE7 54 X E
ATz FOBRNRIR MEASA VR—FT B

3

Control Manager TA A" — h T& BDEIT T A FREFAT V=7 ORI
A NTF =L, WO csv T 7 A NVDIHTT,

FIE

I GEREE) > (REAT V= N> (BT FIA AT V= s M IR
Liﬁ—o




FEF IV PR MIYRR—MAVvR—bY—LaA—HHAF

BT F 54 F CRIHSNEREAT V7 N ERSFTSHET,
2. BN ETEIY v LET,
3. AYAR—N%E27YVy7LET,

BRIV TE DA > AR — N BRI R R SIVET,

4. BRIEZV 7 L BN R NT 2R EEND*.csv 7 7 A L EIEIR
[./\35?—0

Ev bk
<Q P TN CSVDE T — R 7 &27 ) v 73 5L, SR TNENGLHE
SNiz*.csv 77 A NVEX T a— RTEET,

5. [BA1EZ Vv LET,
6. MV AR—MN%EIZ7IVv7LET,

[BRANRTEDA AR — M AP L Hav, A A — ~ L72BRINRE DMEAR
TFIAFTRIEENIEAREA TV =7 FMRIN X MCERINET,

Control Manager R L Ca1—¥HEEV XA %
A oiR—+9F 3

EX

Control Manager TA VR — N TE L2 —PFHEDOARF AT V=7 T —X I,
IR RD* . csv 7 7 A INDBHTT,

FIE

1. [EREH > [REFT V=7 N> [2—VPERF 727 MNICBEH L%
K

[E—PHEEOREAT V= b HEARFSLET,
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2 HYE—MEZY I LET,
[ D 2 b DA LK b BEARR SR ET,

3. B ZZV v s L, 2—VPHEEOREF T V=7 b TF—ENEEND
*.csv 7 ANEERLET,

ek
Q YN CSVDE T a—RY I E T ) v 358, FERFIENFEH
INzr.csv 77 ANV BT a— RTEET,

4. [H1EZ Vv LET,
5 MovAR—MN%E227VyZ7LET,

Vx ) MR PREOREAT V= Y A MCRRERET,




REAITSzH MNITBELU/—FKD
Control Manager 7—*% T/ F ¥

ARETIL, BEEN, RFEAT7 V27 M)A NEEED Control Manager H—
AR 5 72 DI LB T HRIZ OV TR L £

WO M7 0RH £,

NR_X=T0 [REFEFT7T 7 bTEBLD/ — RO Control Manager
T—=xT 7 F v

BR=VO (REFT V=) bNT &) — FERET 5]

T4 X—=2 D [REA 7T =7 /N7 Control Manager 22O ARFEA TV =
7 N — REBEERT 5 |

75 N—T O [FREICET 52
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REATPV bNTHE XU/ — FD Control
Manager 7—% 77 F ¥

Trend Micro Control Managet" D ARFEA TV = 7 "NT BN/ — FKOT7 —F7
TFXIZED, REA TV =2 U R NEHED Control Manager H—/3[H] T
I CTE E£9, /7 Control Manager 4 —/SDORGEA 7 =27 MU A MX, T
~NTD /) — I Control Manager ' —/3& ZNH DY —NTHRHFE SN TNDLED
MOERTORE NS DOREAFT 27 P A MERAELT, ZOY R &
/ — R Control Manager }—/NMZHUE L E T,

BEHEIX, RFEAT V=7 b/ T Control Manager h— 32 5% E L Tl < L2
N ET, £z, BEIZE > TIE. Lo Control Manager #—/ & KA~
VxZ b= RFP—=ANLLTEET 2L ICHIVETOHLELH Y 7,
Trend Micro Deep Discovery #ihid, REF TV =7 b7 ERIT/ —F
Control Manager #—/ MBI TE L ¥, ZOT7—F7 27 F ¥ Tl "ELT
Tl MIHT DT R TONIAEZREA 7T =27 F/ T Control Manager H—
N =N OERETHMERH ) T,

@EE

9 RTD / — K Control Manager H— N3 YNZ R S hufeit 5 X 910, R5EA
TVl bU A MIKT AT RTCOEMER, REAT V=7 h T Control
Manager NOFEITTIVENRHY 77,

FREAT V22 b/ — K Control Manager 2> H RS T V=7 MIxt L TEITL
TRV, B SN2 R TV —NICREEIEN S S ITRY T4 A,




RTEF T bNTHEELUV/ — KD Control Manager 7 —% 74 F +

FEA TG

I

FEA TSI S=F FEF TSI —F FEA Tz ob/—F

REFITO IV MNTE/—FERETD

FIE

1. REFEAT7 V=7 "7 HO Control Manager D —s3a Y —)u|Znm 7 74
YLET,

2. [EHEH] > [(FEA T V=7 N> EERE) CBEILET,
[EMERRE) B AT RSN ET,
3. [BETORW #7270 v 7 LT, ROXEEZAELET,
H#—E 2 URL

API F—
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4. BEEAT V=2 b/ — KD Control Manager —/3a Y —)LiZm 74
Liﬁ—o

5. [EREHE] > [(REFT7 V=7 N> [RERE CBHLET,
[BfE 38 Wi A E R SN E T,

6. [RFEA T Y =7 h/ T Control Manager] # 7 C, RFEA TV =7 T H
@ Control Manager T AE LIZNEZ AN LET,

+#—E 2 URL
API F—
7. B AR Y vy LET,

BRI AT I NFREN., T—"DBAREL TV =7 M T Control
Manager WCIERIZBSRINTZZ L2 RT A v =0 REINET,

8. HARFA 7T =2 b/ — RO Control Manager H—/MTxf L CZ OLEEA
MK LET,

9. MR E DRI ZRES DL, ROFIEZETLET,
a  [FHIBEE] Fey 720 b i 28R L £7,
b. [WRFE27 Vv LET,

REA T x4 k/vT Control Manager H 5 FZE
AT H b/ —FZBEMRKBRT S

ﬁ AR
/ — R ® Control Manager ¥ —/N & BERER L7t b DARNC R S 1729~ T
DAT Y =7 N3/ — KD Control Manager 1 —/SORFA 7 =27 M A MZ
Y ET,




REA TSz bNTH LU/ — K0 Control Manager 7 —F 74 F &

FIE

1. REFTx7 /7 — KD Control Manager Y—Rary—jizua st
LET,

2. [EHEH] > [(FHEA T V=7 N> EERE) CBEILET,

3. [REAT Y =2 b/ 7 Control Manager D% iE] £ 7 ¥ a v T, [BEER
27V LET,
FERR S A T 0 S NFER S, = NBAREAT Y = 7 bNT Control
Manager 2> b IEFICBEEIR S NI Z L 2R T A v =V RENET,

4. fHED 7 — K Control Manager P — RXNFLET DEATE. &V — TR
DOFINAZEY IR LTI,

REICEAT SR

REAT V2l "INTOREERFEAT =7/ — KD Control Manager
P ROBEPNEFITHE T LSO, WOBREFHRITTEE L TIZIVY,

ﬁ AE
/ — F® Control Manager % — N X GkER L 7= &, LARTICFE Sz~ T
DAT TV x MHB ) — KD Control Manager P —RNOREA TV =7 R A M
Y ET,

FEA T bNT

/ — F® CoNTROL MANAGER
CONTROL MANAGER

BXTE

ks

EEE]E EE AV 5 5 (MHERTE)
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REA TS bNTD

/ — F® CoNTROL MANAGER
CONTROL MANAGER e

REAITOzH b | FEXFT Y kT Control / — K@ Control Manager /&
)R FDEH Manager ™5 / — F: NT:

RET7FSAHFIURXE . REFFSAHYR K
A—HYHEEUVR K

ﬁ’ FE

/NT @ Control Manager H#—/\&, 1—HHEEY R bE
=IXBSN YR LD [AE]FIDT—% %/ — KD Control
Manager 4 —/\IZT—2 ZFEELFERF A,

VR MERBTHEIC. 2—FEREY R MIRETFS
AHFVR LY BBESNET,

REORPDENZA TSI FBREF TSV +
/77 Control Manager D1 —HHE Y X +ERET
FTIAFIVR FOmMAISEMEINDIGEE. FELFT
< x4 k7T Control Manager H—/NEBAD ) R
k %/ — FE® Control Manager ¥—/\[ZEEE L F
j—o

/ — E® Control Manager DRE7+ 54 ¥ X +
IEFENBF IO CBFREF T Y T
Control Manager D 1—HEY X ML FEET S
5&. / — KEd Control Manager DIRE7F+ 54 4
JARTOREBEA TSI FDYRY LARLIERE
ORARIZ[F] TEDLYET,

F&1TFH D Control Manager 6.0 DA ~ & k—ILHh 5 E&
HYUR MOBEIRAEEITT SHIZIE. BATHIIC Control

Manager 6.0 Y—/NTREA TSz ) bNTE LU/ —
F® Control Manager 7—% 79 F ¥ BRI L THL
DERHYFET,

Control Manager 7.0 Tl&. Control Manager 6.0 5
BIISNEFEF TSI bNTELU/—FD
T—FTIFvRESIET,

Control Manager 6.0 4 —/\MHITHICAREA T
19 rNNTE LT/ — KD Control Manager 7 —
FTUOFYERMTBHIZIE,
SystemConfiguration.xml 7 7 4 JL T
m_iTmcmSoDist ForceSyncWhitelist & JEBRE

L. % MJ ICEBELET,




REA TSz bNTH LU/ — K0 Control Manager 7 —F 74 F &

REATSH bNTD

J—k
T, K@ CoNTROL MANAGER

FEAITCzU+ | FEFIT LS kT Control

DEEE Manager NoREA TV k| (4, EZ
EFRETDELEEREHAD/—F / — F® Control Manager
@ Control Manager ¥ —/\£&{k Y—INTITRTOREL
T—EMIEREINET, IJozH MR MERM

DENFKEIZLTEL
IZIX. / — FE® Control
Manager 4—/\a Y —
IhBFREAF Ty b+
1R MIxt L TRID0E
FETLEVTLESN
(fzLzlE, #7929 +
D [Bhn] % [HIRYINIZT
B2 E),







%5l

1=
F¥d= A2 510

£

HFE, 12
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