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Header (logVer) CEFiekmD/N—a > CEF: 0
Header (vendor) FISATUVADRY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) 27547‘/;(0)/{— {51: 5.1.0.1110
var
Header (eventid) E4 D 100130
Header (eventName) SiER EMAIL_DETECTION
Header (severity) A—ILDEKRE - 2:REHE
41K
6:
85
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2FETOT S A

3: F1E URL
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5: N URL
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<20150414032514.494EF1E9A365@i
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cs4 EEFEDA—ILT KLR | #l: useri@example.com
cs4Label FEEBEDA—ILT FLR | senderMail
DRI
cs5 ZEBFEDA—ILT LR | fl: user2@example.com
cs5Label ZEBDA—ILT FLR | rcptMail

DN

deviceExternalld

FTSA4AT72UADGUID

{5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

duser A—ILRIEE IR
userl@example2.com;test@163.co
m
dvc FISAT7VADIPT | $:10.1.144.199
FLZR
dvchost TFFS5AT7URADKRAR b+ | fl: localhost

%
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rt A7 EREEZ {5: Mar 09 2015 17:05:21 GMT+00:00
src EETIPT7RFLX {51: 10.1.144.199

suser A—ILEEE 51l: user2@example.com
2 7 Ol

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|100130|EMAIL_DETECTION|6|rt=Mar
23 2015 11:53:17 GMT+00:00 src=150.70.186.134 cs3Label=mess
ageld cs3=<20150323115314.BCA2C9168EARinternalbeta.bcc.dde’i
> deviceExternalId=c425624a-e9db-4f3f-8088-2726f15e6587 act
=passed dvchost=1internalbeta.bcc.ddei dvc=10.64.1.131 duser
=userl@domainl.comjuser2@domainl.comjuser3@domainl.com msg=
Virus_Report-20150323_02:00 cn2Label=msgSize cn2=83878 cnllL
abel=threatType cnl=3 suser=user@domain2.com dvcmac=C4:34:6
B:B8:09:BC cs2Label=msgUuid cs2=73A9FA6A-11F3-4FQ5-BCEE-6BB
5EC111FE7 csllLabel=threats cs1=PUA_Test_File|TROJ_GEN.RO4AC
OPAH15 | PAK_Generic.005 | ADW_DOWNLOADER.WRS | LOW-REPUTATION-UR
L_BLOCKED-LIST.SCORE.WRS|LOW-REPUTATION-URL_BLOCKED-LIST.SC
ORE.WRS|TROJ_GEN.RO2SCOOLH14 | TROJ_GENERIC.WRS|TROJ_DOWNLOAD
ER.WRS

CEF EXDBRHEOJ: 77/ zER S

K32 CEFREAOBRER S R F 77/ LRHEDS
CEF %— B f

CEFBRD/IN—P 3> CEF: 0

[mt

Header (logVer)

Header (vendor) Trend Micro

FISATURADRY
H—
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CEF ¥— B [}
Header (pname) FIS5A7REG Deep Discovery Email Inspector
Header (pver) Zji*fT‘/ZG)/(— {51: 5.1.0.1110
vay
Header (eventid) ZE£ 1D 100131
Header (eventName) BLL] ATTACHMENT_DETECTION
Header (severity) EXE 2: RETAh
41K
6: §
&=
csl EBRO % f5:VAN_BOT.UMXX
csllabel ZE DA threats
cs2 HRAA—)LD D 15l: 6965222B-13A6-
C705-89D4-6251B6C41E03
cs2Label #HAA—ILD ID msgUuid

deviceExternalld

T7TS5A4AF72VARDGUID

f51l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FISATVADIPT | $1:10.1.144.199
KLX
dvchost TFFTSAT72URADKRAR b+ | fl: localhost
%
dvemac T TS54 7T 2 AD MAC {511: 00:0C:29:6E:CB:F9
7KELR
fileHash SHA-1 £il:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDIT7AILEAT BI:RIFFEY kv TI774L
fname T74ILE 5 excel.rar
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fsize 274NN 4A4 X 5: 131372
rt 05 4B {5: Mar 09 2015 17:05:21 GMT+00:00
v 7 DOB:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery

Email Inspector|2.5.1.1139|100131|ATTACHMENT_DETECTION|6|rt
=Mar 23 2015 14:04:46 GMT+00:00 fileHash=E49395FEACC12A5613
E7BA6C69AC5E42EDFDA42D fsize=17681 fileType=MIME Base64 dvc
host=1internalbeta.bcc.ddei dvc=10.64.1.131 deviceExternalld
=c425624a-e9db-4f3f-8088-2726f15e6587 cs2Label=msgUuid cs2=
E89A23BE-11F5-2505-BCEE-21027D078154 fname=3C761B45-626D-4E
75-B4782FDOE5SE8369C.eml dvcmac=C4:34:6B:B8:09:BC csllLabel=t
hreats cs1=TROJ_UP.258A1A7D

CEF EXDRHE DO J :URL &EH O

F3-3.CEF AKX DRE A S URLRHE R Y

CEF ¥— A =]
Header (logVer) CEFexD/\—2a > CEF:0
Header (vendor) FTISATUVADRY Trend Micro
H—
Header (pname) TISAT R Deep Discovery Email Inspector
Header (pver) Z7547>X®/ — 51:5.1.0.1110
vayv
Header (eventid) E4 1D 100132
Header (eventName) SiER URL_DETECTION
Header (severity) A—ILDEKRE 41K
6: Fh

at

8:




Syslog AT YT YELY - CEF

CEF F— 5 BA &

cat hT3y 151: 90:02

csl EZRBD LI {51: LOW-REPUTATION-
URL_MALWARE.WRS

csllabel ZRED AT threats

cs2 #HAA—ILD ID 5l: 6965222B-13A6-
C705-89D4-6251B6C41E03

cs2Label #HAA—ILD ID msgUuid

deviceExternalld

FISAT2UADGUID

{5: 6B593E17AFB7-40FBBB28-
AA4CE-0462-A536

dvc FTIS2AT72ADIPT | 15]:10.1.144.199
FLR
dvchost FISATUADKRR L | fl: localhost
4
dvcmac FTS5AF72ADMAC | f: 00:0C:29:6E:CB:F9
7 ELRA
request URL 5l: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
re =RPR35: 53] {5: Mar 09 2015 17:05:21 GMT-+00:00
v 7 Ofi:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|100132|URL_DETECTION|6|rt=Mar 2
3 2015 11:57:46 GMT+00:00 cs2Label=msgUuid cs2=73A9FAG6A-11F
3-4FO5-BCEE-6BB5EC111FE7 dvcmac=C4:34:6B:B8:09:BC dvchost=1i
nternalbeta.bcc.ddei request=http://www.alltobid.com/guopai
/upload/dan201401.zip dvc=10.64.1.131 deviceExternalld=c425
624a-e9db-4f3f-8088-2726f15e6587




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEFEEXD75>—k04Yd

K34 CEFRXD7S—rAY

CEF ¥— B7L 1B
Header (timestamp) TMmm dd hh:mm:ss] 2= | 4l: Dec 5 05:26:45
DA —H LB
Header (host) RAA DIERESEREL | Bl internalAP1
"R R4
Header (logVer) CEFEXD/N\—2a > CEF: 0
Header (vendor) TFISATUADRY Trend Micro
g
Header (pname) TFIZAToRER Deep Discovery Email Inspector
Header (pver) TFISATURMDIN— f51: 5.1.0.1110
o3y
Header (eventid) Z4 1D 300105
Header (eventName) iER ALERT_EVENT
Header (severity) 75— hrDEKRE 2: 1B %R
6:EE
8:EX
csl 7o—h+4 f51l: Security: Suspicious Messages
Identified
csllabel 73— h4& ruleName
cs2 FREA f51: 1 or more messages detected
with threats
cs2Label Bz ruleCriteria
cs3 E17E f: 35
cs3Label EITIE eventTriggeredValue




Syslog AT YT YELY - CEF

CEF ¥ —

A

cs4

BEIDO O v

\l
i
\l

fi:

The following
email messages contain
threats:

Risk: Medium (Malware)
Action: Quarantined
Message ID: <201506190
32243.5923E650365@1loca
lhost.ddei-164>
Recipients: fake@test.
com;test@test.com
Sender: test@fake.test
Subject: high_4_file_
507ECC33FA60979F6BO7D
84DA47972096185C263
Attachment: 4_file_50
TECC33FA60979F6B97D84D
A47972096185C263 (MIME
Base64)
Detected: 2015-05-25
11:11:00

Alert time: 2015-05-25
11:11:27 +0800

BAEK 1023 XFTT,

cs4Label

BHIOaVTUY

ruleContent

deviceExternalld

7754 T 2ADGUID

{51: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FTSAFTADIP7 | 11:10.1.144.199
FLX

dvchost FIS5AT7ADEKRR k| §l: localhost
e

dvcmac T TS54 T 2AD MAC 151]: 00:0C:29:6E:CB:F9

7 KLZR




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— Bkl &
externalld FI3—bT—E2R—ZD | : 1648
a4 b
rt (mER: 3537 {51: Mar 09 2015 17:05:21 GMT+00:00
v 7 OH:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1009|300105|ALERT_EVENT|6|rt=Jun 16 2
015 09:26:25 GMT+00:00 csllLabel=ruleName csl=Security: Thre
at Messages cnt=1 cs2Label=ruleCriteria cs2=At least 1 thre
at message detected externalId=1299 cs3Label=ruleContent cs
3=The%20following%20email%20messages%20contain%20threats%3A
260A2%0A%3D%3D2%3D2%3D2%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3
D2%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3D%
3D%3D%3D%3D2%3D%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3D%3D2%3D2%3D%3D%3D
%3D%3D%3D%OART sk%3A%20Medium%20%28Malware%29%0AAction%3A%20
%20Quarantined%0AMessage%20ID%3A%20%3C20150616092610.B56A66
503C6%401localhost.ddei-164%3E%0ARecipients%3A%20fake¥%40test
.com%3Btest%40test.com%¥0ASender%3A%20test%40fake. test%0ASub
ject%3A%20temail%20-%20Copyaaa... dvcmac=00:50:56:01:2C:BC
dvchost=1localhost.ddei-164 deviceExternalId=361a091c-addd-
40cf-98e7-710e43500a66 dvc=10.204.253.164

CEF ERXDIRBT7F >4 J: 274 Lot

ARV b+
K35 CEFBADBERETFSA IO T7 A LHMA RV b+
CEF ¥— BTl fiE

Header (timestamp) 'Mmm dd hh:mm:ss] fi43( | f5ll: Dec 5 05:26:45
DO—AhHILEERE

Header (host) RAA UESRES T | Bl internalAP1
7

Header (logVer) CEFsRD/N—2 3> CEF:0




Syslog AT YT YELY - CEF

CEF ¥— Bkl &
Header (vendor) FISATUADRY Trend Micro
g
Header (pname) TFISATRER Deep Discovery Email Inspector
Header (pver) TFISATUADIN— {5: 5.1.0.1110
o3y
Header (eventid) Z4 1D 200119
Header (eventName) By Sample file sandbox analysis is
finished
Header (severity) FRE 41K
6:5
85
cnl GRID/CSSS D#ER 0:GRID AAEE LH LN TL
A
L:GRID AEE LM LN TLY
%
cnllabel GRID/CSSS M#ER GRIDIsknownGood
cn2 ROZ L—T 4 >%5 (R | i3
T 3AYIC &k DR
RERTRHEBI—F)
cn2Label ROZ L—T 12 ROZRating
cn3 PCAP {& FAmI&E 0: PCAP M\ {#EFARTRE T ALY
1: PCAP AME AT &8
cn3Label PCAP {§ FA AT &E PcapReady
csl YRRy YRS A= | fil: win?
DIEFE
csllabel YRRy ¥y XA A—2 | SandboximageType
DiEHE
cs2 RETOTS L% f5l: HEUR_NAMETRICK.A




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— Bkl &
cs2Label RETOYS LA MalwareName
cs3 LI SHA-1 45i):
A29E4ACATOBEF4AAF8CET75AF51032B
6B91572AA0D
cs3Label EIdD SHA-1 ParentFileSHA1

deviceExternalld

7754 T 2ADGUID

{5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FTIS5ATRADIPT | fl:10.1.144.199
KLX
dvchost T ISATADEKRR k| fl: localhost
%
dvemac T FS5A4T72RDMAC | f5: 00:0C:29:6E:CB:F9
7ELR
fileHash SHA-1 45:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEOT7ANEA4T | FLRFFEY IV TIT7A0
fname 27445 5l excel.rar
fsize TJ7A4ILHA4RX H: 131372
rt HHTEEZ {51l: Mar 09 2015 17:05:21 GMT+00:00
v 7 OH:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|200119|Sample file sandbox analy
sis 1is finished|3|rt=Mar 23 2015 14:48:24 GMT+00:00 dvc=10.
64.1.131 dvchost=1internalbeta.bcc.ddei dvcmac=C4:34:6B:B8:0
9:BC deviceExternalld=c425624a-e9db-4f3f-8088-2726f15e6587
fname=Wonga Express Loan Promtion 3.5% Offer.doc fileHash=A
46E1F56969DECC5FEAF120A2279946A2F42D619 fileType=MS Off-ice
fsize=53760 csllLabel=SandboxImageType csl=win8len cnllLabel=




Syslog AT YT YELY - CEF

GRIDIsKnownGood cnl=-1 cn2Label=ROZRating cn2=1 cs2lLabel=Ma
lwareName cs2=VAN_MALWARE.UMXX cn3Label=PcapReady cn3=1

CEF XX DIRET 5 4 240 J: URL it 4

>k
& 3-6. CEF ERDRBT 54 PO O T URL B4 A2 b
CEF ¥— Bk =]
Header (timestamp) Mmm dd hh:mm:ss] 2= | f5ll: Dec 5 05:26:45
D B0— A ILEFRE
Header (host) RAA ViEREEEAL | internalAP1
KRR M4
Header (logVer) CEFERD/N—2 3> CEF:0
Header (vendor) 2754 TIOADRY Trend Micro
Header (pname) FISAT7REG Deep Discovery Email Inspector
Header (pver) Zﬁ%»f?‘zza)/(— {5: 5.1.0.1110
vay
Header (eventid) Z4 1D 200126
Header (eventName) SR AR URL sandbox analysis is finished
Header (severity) BEXE 41K
6: #
8=
cn2 ROZL—T 1 VTR | #H:3
T T4 I L DRI
RERTHEI—F)
cn2Label ROZ L—T 12 ROZRating




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

(OF5: £

CEF ¥— B [}
cn3 PCAP &R BE 0: PCAP A MEFARIBE TR LY
1: PCAP AME FATTBE
cn3Label PCAP { FH AT BE PcapReady
csl YRRy I RAL A= | il win?
DiEE
csllabel Y KRRy I X1 A—2 | SandboximageType

deviceExternalld

7754 T 2ADGUID

{51: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FTSAFTADIP7 | 41:10.1.144.199
FLZR
dvchost TFIS5ATADHKRR k| §l: localhost
&
dvemac T FTS54T2VARD MAC 151: 00:0C:29:6E:CB:F9
7 ELX
fileHash SHA-1 £il:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
request URL 5: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
rt SRR {51: Mar 09 2015 17:05:21 GMT+00:00
v 7 O fl:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|200126|URL sandbox analysis is
finished|3|rt=Mar 23 2015 16:32:15 GMT+00:00 dvc=10.64.1.1
31 dvchost=internalbeta.bcc.ddei dvcmac=C4:34:6B:B8:09:BC
deviceExternalld=c425624a-e9db-4f3f-8088-2726f15e6587 requ
est=http://paypal-world.ga/home/? fileHash=5EA358C987D1FDE




Syslog AT YT YELY - CEF

34957B9A36AF38321C5F37D8B csllLabel=SandboxImageType csl=wi
n8len cn2Label=R0ZRating cn2=3 cn3Label=PcapReady cn3=1

CEF BXDEB7 54 oo T & L VTS

N2k
R37.CEFERORBT TS 9HHATFLWMEEA AL b
CEF ¥— HL] B
Header (timestamp) 'Mmm dd hh:mm:ss] f23( | 5l Dec 5 05:26:45
»OB—7)LEERRE
Header (host) RAA VIEHREEERELY | Bl internalAP1
RR +4&
Header (logVer) CEFfsD/N—T 3> CEF:0
Header (vendor) FISATURDRY Trend Micro
H—
Header (pname) FIS5AT7RES Deep Discovery Email Inspector
Header (pver) TFISATRDIN— {51: 5.1.0.1110
Pav
Header (eventid) Z4 1D 200127
Header (eventName) B Notable Characteristics of the
analyzed sample
Header (severity) EXRE DR TR ;3
6:
85
csl EBRKRYS—4 f8l: Internet Explorer Setting
Modification
csllabel BRKRYS—4 PolicyCategory




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF &— 5 BA &
cs2 BRARY FOSHT {5ll: Modified important registry
items
cs2Label EBRARNY FORHT PolicyName
deviceExternalld FTS5AT72UADGUID | f5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
dvc FISAF7ADIPT | $:10.1.144.199
FLZR
dvchost TFISAT72UADKRR b+ | fl: localhost
2
dvemac FTS54T72VADMAC f8]: 00:0C:29:6E:CB:F9
7 KLZR
fileHash SHA-1 4il:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EBDIT7AINEAT BlRIFFEY by TI740)L
fname T274IL% 5l: excel.rar
fsize T74IWLH4R 51l: 131372
msg S {5l: Process 1D:3020\n Image
Path:%ProgramFiles%\\Internet
Explorer\\|Explore.exe
SCODEF:2956 CREDAT:209921 /
prefetch:2
rt SHTEFZ f: Mar 09 2015 17:05:21 GMT+00:00
a2 7 O

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|200127 |Notable Characteristics o
f the analyzed sample|6|rt=Mar 23 2015 10:44:28 GMT+00:00 d
vc=10.64.1.131 dvchost=internalbeta.bcc.ddei dvcmac=C4:34:6
B:B8:09:BC deviceExternalld=c425624a-e9db-4f3f-8088-2726f15
e6587 fname=http://bsjv.tk/bbb/bbb/bbb fileHash=2D302EEEF70

3CBB8713B806B3C5B4B3A2A28E92A fileType=URL fsize=0 csllLabel




Syslog AT YT YELY - CEF

=PolicyCategory csl=Process, service, or memory object chan
ge msg=Process ID: 3020\nImage Path: %ProgramFiles%\\Intern
et Explorer\\IExplore.exe SCODEF:2956 CREDAT:209921 /prefet
ch:2 cs2Label=PolicyName cs2=Creates process

CEF XEXDRBT7FSA oo s 5EV ALk
PR /78 D g

K38 CEFRADRETF A FAMTOTHEEIVR S oHFIavIRU b
CEF ¥— Bk =]
Header (timestamp) Mmm dd hh:mm:ss] 23 | f5ll: Dec 5 05:26:45
M B0 — A JLEFRE
Header (host) KA ViEREEELLY | internalAP1
KRR M4
Header (logVer) CEFERD/N—2 3> CEF:0
Header (vendor) TFISATUVADANY Trend Micro
H—
Header (pname) FITSAT7REG Deep Discovery Email Inspector
Header (pver) Zﬁ%»f?‘zza)/(— {5: 5.1.0.1110
var
Header (eventid) Z4 1D 200120
Header (eventName) SR AR Deny List updated
Header (severity) BEXE - 4R
6: #
8=
act AR ONE - Add
Remove




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— B &
csl EEYR FDIESE Deny List IP/Port
Deny List URL
Deny List File SHA1
Deny List Domain
csllabel EEYY X FDFEE type
cs2 YR LA Low
Medium
High
Confirmed Malware
cs2Label YR LA RiskLevel

deviceExternalld

FTSAT2UARD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dhost EEFXKRR S f5l: dhost1

dpt EEXR—F 0~65535 D&

dst EEXEPTERLR {5: 10.1.144.199

dve FISATUADIPT | 5:10.1.144.199
KLX

dvchost TFISAT72RADERR k| Hl: localhost
%

dvcmac 7 TS5A4ATFVAD MAC 15ll: 00:0C:29:6E:CB:F9
7ELRA

end LAR— & TEZ 5: Mar 09 2015 17:05:21 GMT+00:00

fileHash SHA-1 45:

1EDD5B38DE4729545767088C5CAB
395E4197C8F3




Syslog AT YT YELY - CEF

CEF ¥— Bkl &
request URL 5: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
rt m R 357:37] {51: Mar 09 2015 17:05:21 GMT+00:00
= 7 DA

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|200120|Deny List updated|3|rt=Ma
r 24 2015 10:10:20 GMT+00:00 dvc=10.64.1.131 dvchost=intern
albeta.bcc.ddei dvcmac=C4:34:6B:B8:09:BC deviceExternalId=c
425624a-e9db-4f3f-8088-2726f15e6587 csllLabel=type csl=Deny
List File SHAl1 end=Apr 19 2015 16:03:13 GMT+00:00 act=Add

fileHash=41D188169D9B986818A437DD8O814FA84B0522FB cs2Label=

RiskLevel cs2=High

CEF XD A v t—TEHHO Y

K30 CEFRRADAvtE—CBHNOY

CEF ¥— Bkl &

Header (timestamp) IMmm dd hh:mm:ss] fi¢ = | 45l: Dec 5 05:26:45
DA —H LB

Header (host) RAA DIERESERL | Bl internalAP1
KRR L4

Header (logVer) CEFkD/N\—2a > CEF: 0

Header (vendor) TFISATVRADRNY Trend Micro
a—

Header (pname) TFIZAToRER Deep Discovery Email Inspector

Header (pver) TFITSATUADIN— {51: 5.1.0.1110
ay

Header (eventid) EZ4 1D 100136




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

%

CEF ¥— A [}
Header (eventName) &R BA MESSAGE_TRACKING
Header (severity) A—ILDEXRE 2: AT
2: RETH
2 RHE
41K
6: &
&=
dve FIZATVADIPT | 1:10.1.144.199
FLX
dvemac F7IS5A4TVADMAC | i: 00:0C:29:6E:CB:F9
7 LA
dvchost FITSA4T2ADEKRR b+ | fl: localhost

deviceExternalld

T7TS5SAT72URADGUID

{5ll: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

rt =R 357:537 {51: Mar 09 2015 17:05:21 GMT+00:00
(UTC time)

csllabel A—=JLIDDIN)L messageld

csl A—)LID i
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>

cs2Label HRAA—=ILDIDDFA | msgUuid

12

cs2 #HAA—)LD ID f5ll: 6965222B-13A6-
C705-89D4-6251B6C41E03

suser A—)LEESE {51l user2@example.com

duser A—ILREE IR

userl@example2.com;test@163.co
m




Syslog AT YT YELY - CEF

CEF ¥— B &
msg A—ILDHS 1: hello
reason Javyv s uBEnERH f5: Timeout period expired
cs3Label RFDAT—ER latestStatus
cs3 30 - Deleted
Delivered

Delivery unsuccessful
Processing completed
Quarantined

Recipient changed

src EETIP7FLR #l: 10.1.144.199
cs4Label BEEFEDA—ILT FLR | senderMail

DN
cs4 EEBEDA—ILT ELR | fl: useri@example.com
cs5Label ZEBEDA—ILT FLX | rcptMail

DN
cs5 ZIEBEDA—ILT FLR | fl: user2@example.com
deviceTranslatedAddress JL—MTADIP 7 FL | f§:204.92.31.146

A
cs6Label WIEEEDS NIV procHistory
cs6 R R FE Bl T84 AHEITLI-LE, 2

K"EALREAVT 1B 1,54
LA T 2B, B4 LR
427 n i n"

=RARLE

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|3.1.0.1106|100136|MESSAGE_TRACKING|2|rt=A
pr 27 2018 02:55:53 GMT+00:00 cs3Label=latestStatus cs3=De




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

livery unsuccessful dvchost=localhost.localdomain deviceEx
ternalId=9ceb7be2-3ec5-4b80-8697-6b4913eb044b dvc=10.204.6
3.177 duser=test@test.com dvcmac=00:50:56:A7:5F:AD reason=
host 10.204.253.179[10.204.253.179] said: 552 test@test.co
m mailbox full (in reply to end of DATA command) csllLabel=
messageld cs1=20180427025553.4D771D6135F@localhost. localdo
main cs4lLabel=senderMail cs4=marks@relay.ddei.comsuser=fak
e@test.testmsg=plain_text_upper_case.HTML/HTM cs2Label=msg
Uuid cs2=EB715918-6ACB-A405-BF46-56F53CE3FD86 cs6Label=pro
cHistory cs6=Apr 27 2018 02:55:53 GMT+00:00 Received,Apr 2
7 2018 02:55:53 GMT+00:00 Sent for analysis,Apr 27 2018 02
:56:48 GMT+00:00 Action set to 'pass',Apr 27 2018 02:56:48
GMT+00:00 Delivery unsuccessful,Reason:host 10.204.253.17
9[10.204.253.179] said: 552 test@test.com mailbox full (in
reply to end of DATA command)

CEF XD EEB T 4 LA FREEQS

5% 3-10. CEF 4R DREIEZE T 4 L2 /REFER YT

CEF ¥— Bkl &

Header (timestamp) IMmm dd hh:mm:ss] ¢ = | 45l: Dec 5 05:26:45
D O—HILEEE

Header (host) RAA DIERESERL | Bl internalAP1
RRA MR

Header (logVer) CEFeXD/N\—2a > CEF: 0

Header (vendor) FTISATUVRADRY Trend Micro
H—

Header (pname) TFISAToRER Deep Discovery Email Inspector

Header (pver) TFISATUADIN— {51: 5.1.0.1110
a3y

Header (eventid) Z4 1D 100137

Header (eventName) iER SENDER_FILTERING




Syslog AT YT YELY - CEF

CEF ¥ —

gE-Elil

B

Header (severity)

A—ILDEKE

2

dvc FISATUADIPT | $:10.1.144.199
FLA

dvcmac T TS54F72ARD MAC {51: 00:0C:29:6E:CB:F9
7 KLR

dvchost TTS5A4AT72ADEKRR k| Hl: localhost

%

deviceExternalld

7 IS4 T 2AD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

rt

=R/ 301:537]

f51: Mar 09 2015 17:05:21 GMT+00:00

(UTC time)

deviceTranslatedAddress

JL—MTADIP7 KL
z

5: 204.92.31.146

suser A—ILEEE 5l: user2@example.com

duser A—ILREE 51
userl@example2.com;test@163.co
m

cnllabel AR FDFEED T AL | eventType




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— Bkl &
cnl ARy bDOFESE .« LA—)LLEaT—L3av

2T4LY FYN—RX K
E (DHA) H 5> D1RE

BN URA—LREN LD
R

4:SMTP 574w ROy
K2 S(IPF7 KLR)

5:SMTP b3 74 w9 XB Y
KOG (A—ILT FLR)

6: SPF

7: DKIM
8: DMARC

act AR FDILIE - 2—EMIZTOvY
3}FEIZTavY

cn2Label EIEBDFEERDS A | rfcResult
L

cn2 EEFEORER - 1:None

2: Pass

3: Neutral

4: SoftFail

5: Fail

6: TempError

7: PermError

reason Joy o aBnEh {5: No DNS txt record

v 7 OH:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|3.1.0.1133|100137|SENDER_FILTERING|2|rt=A
pr 27 2018 01:59:38 GMT+00:00 cnllLabel=eventType cnl=7 cn2




Syslog AT YT YELY - CEF

Label=rfcResult cn2=5 dvchost=1localhost.localdomain device
TranslatedAddress=10.206.155.122 deviceExternalld=15129231
-f1dc-4941-8014-1a1b9fbc9253 dvc=10.206.155.128 act=2 duse
r=userl@domainl.com;user2@domainl.com;user223@domainl.com;
user4@domainl.com reason=102 suser=userl@domain2.com dvcma

c=00:0C:29:8D:2E:74

CEF XD RTFL0OY

R3INCEFBEXDLRFLAY

CEF ¥— EiEA =]
Header (timestamp) Mmm dd hh:mm:ss] 2= | f5ll: Dec 5 05:26:45
DEa—HILEERE

Header (host)

RAA ViERES TR
A &

f51l: internal AP1

Header (logVer) CEFERD/N—2 3> CEF:0
Header (vendor) TFISATUVRADRY Trend Micro
a—
Header (pname) FISAT7REG Deep Discovery Email Inspector
Header (pver) Zﬁ%»f?‘zza)/(— {5: 5.1.0.1110
vay
Header (eventid) Z4 1D 300102 (PRODUCT_UPDATE)
300999 (SYSTEM_EVENT)
Header (eventName) SR AR PRODUCT_UPDATE (300102)
SYSTEM_EVENT (300999)
Header (severity) BEXE 44K

+H




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— A 1B
cnl ARV KID SYSTEM_EVENT 20000-39999
PRODUCT_UPDATE
10000-19999
cnllabel AR MID operationid

deviceExternalld

T7TS5A4AT72UARDGUID

{5ll: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FISATVADIPT | $:10.1.144.199
FLZR
dvchost FISATUADEKRR L | Hl: localhost
£
dvcmac FTSAF72UADMAC | $l: 00:0C:29:6E:CB:F9
7ELZA
msg AR FDEFH f5: Scheduled update - Unable to
download Script Analyzer Pattern.
rt 04 4 BB f5ll: Mar 09 2015 17:05:21 GMT+00:00
v 7 Ol

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1139|300999|SYSTEM_EVENT|3|rt=Mar 24
2015 08:43:35 GMT+00:00 dvcmac=C4:34:6B:B8:09:BC cn3Label=
operationId cn3=30000 msg=Account 'admin' logged on from 1
0.64.50.147 deviceExternalld=c425624a-e9db-4f3f-8088-2726f

15e6587 dvchost=1internalbeta.bcc.ddei dvc=10.64.1.131




Syslog AT YT YELY - CEF

CEF 2=X ) Time-of-Click 774 3 >vno¥4

K 3-12. CEF X D Time-of-Click 7RT4 > 3>vn4

CEF ¥— Bk [}
Header (timestamp) Mmm dd hh:mm:ss] 43X | f5ll: Dec 5 05:26:45
D O—7 LR
Header (host) RAAVIEREEEEL | Bl internalAP1
KRR b4
Header (logVer) CEF DN —2 3> CEF: 0
Header (vendor) 2754 TFUORADRY Trend Micro
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) 27547‘/10)/(— {51: 5.1.0.1110
vav
Header (eventid) Z4 1D 100139
Header (eventName) SR AR CTP_DETECTION
Header (severity) A—ILDEKRE 2: REFHh
418
6: #
=)

deviceExternalld

7754 T 2AD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

7 FLZR

dvc FTSATUADIPT | $1:10.1.144.199
FLZR

dvchost TFTS5A4AT72ADEKRR k| Hl: localhost
%

dvcmac T TS5A4 T 2AD MAC 151]: 00:0C:29:6E:CB:F9

rt

A 4

f51: Mar 09 2015 17:05:21 GMT+00:00




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

CEF ¥— Bkl &
request URL 5: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
act ARV FDNE R
blocked
warned_and_stopped
warned_but_accessed
msg A—ILDHE% 51: hello
csl A—I)LTCHRHEINE-ER | f:
D] <20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
csilabel A—)LTRESNT=BE | messageld
D]
cs2 BEEFEDA—ILT FLR | #l: useri@example.com
cs2Label FEEFEDA—ILT FLRA | senderMail
DN
cs3 ZEBEDA—ILT FLR | fl: user2@example.com
cs3Label ZEFEDA—ILT FLR | rcptMail
DIN)L
cs4 URL 7 1) & D5 {5: Mar 09 2015 17:05:21 GMT+00:00
cs4Label URLZ Y v DBFMIDS | timeOfClick
N
suser A —LEEHE 451l user2@example.com
duser A—ILZEHE 151
userl@example2.com;test@163.co
m

1 7 DOl




Syslog AT YT YELY - CEF

Dec 16 06:32:36 ddei-172 CEF:0|Trend Micro|Deep Discovery
Email Inspector|5.1.0.1110|100139|CTP_DETECTION|8|rt=Dec

16 2020 06:30:08 GMT+00:00 cs2lLabel=senderMail cs2=tarek@
test.com request=http://g9yxzah7yu23n.com suser=tarek@tes
t.com dvchost=ddei-172 dvc=10.204.63.172 deviceExternalld
=2bcbcc98-3f99-40e3-864f-e5f102511631 duser=ddei_testl@de
mo.com msg=syslog - ctp cs3Label=rcptMail cs3=ddei_testle
demo.com csllLabel=messageld cs1=2020121613571222594383@te
st.com act=blocked dvcmac=00:50:56:A7:D9:FD cs4lLabel=time
OfClick cs4=Dec 16 2020 06:30:36 GMT+00:00

MTA O 4

MTA = 7 ® Syslog = 7 Y~ v B 7 iFE#RIZH Y £ A, Deep
Discovery Email Inspector (AR T.00 MTA = 2 % Syslog H—/NZE#E =
LET,

o 7 DOF:

|J

(il

04-27-2018 09:57:51 Mail.Info 10.206.155.128 Apr 27 09:57:
51 localhost postfix/smtpd[19318]: proxy-accept: END-OF-ME
SSAGE: 250 2.0.0 Ok: queued as DEC594A7815; from=<userl@do
mainl.com> to=<user2@domain2.com> proto=SMTP
helo=<test.com>







Syslog A>T 2YIYE Y - LEEF

WD F1T, Deep Discovery Email Inspector @ & 7' H /) & LEEF B D v =
Thth s loarT oYy B S ERLTHET,

55 X— D
58 X—T D
61 X—D
65 ~X— D
68 X— D
70 X—T D

72 RX—TD
k]

74 NX— D

[LEEF WX Ot r 7t A —/Uiitha 7 )

[LEEF JER O 0 7 it 7 7 A Atttia 7 )

'LEEF JEAD# v 7 URL #ifti v 27

[LEEF XD 7T 7 — hr 7|

LEEF JERXORART 7 A Fobra 7t 7 7 A V5387 )
[LEEF X OEAET FZ A #5381 2 7. URL 5347
[LEEF JERDRART T 7 A Foobrm 70 3 LRt A N

[LEEF WX DIRAET F T A4 ¥ ootra 7 iR Y A R b T oW

Jva AR M)

77 _X—T D
79 X—TD
82 RX—TD

83 X—T M

[LEEF JEXD X vt — B a7 )
[LEEF B DEFEE 7 4 V7 [785Ew 7
[LEEF ERDO > 2T L /)

[LEEF JE X Time-of-Click 7257 > g na /|




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

51 _X— @D [MTA & 7|

TE

LEEF 1 VR SCH AT 58813, 4~ MNatkd % 7 X0 388 N\0x09) TX
B E9,




Syslog A>T YTV ELY - LEEF

LEEF X DOBHOJ: A—)LigHin s

R 41LLEEFRERXOBRER S A —)LiEER Y

LEEF ¥— BT =1
Header (logVer) LEEF ‘s M/8s—2 3> | LEEF: 1.0
Header (vendor) TFISATUVADRY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) 27547‘/;(0)/{— {51: 5.1.0.1110
vav
Header (eventName) ARV 5 EMAIL_DETECTION
act AR FDOWNE Al
analyzed
cleaned up
deleted
delivered directly
encrypted
file sanitized
passed
quarantined
recipient changed
stamped
stripped
subjectsTagged
deviceGUID TFZA4F7ADGUID | fl: 6B593E17AFBT7-40FBBB28-
A4CE-0462-A536
devTime B E L f5l: Jan 28 2015 02:00:36 GMT+00:00




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

7 RLR

LEEF ¥ — B fiE
devTimeFormat Ezlof =K yyyy MMM dd HH:mm:ss z
duser A—ILRIEE IR
userl@example2.com;test@163.co
m
dvc FISAT7VADIPT | $:10.1.144.199
FLR
dvchost TFFSAT72URADKRR b+ | fl: localhost
&
dvcmac FTS5AF72UADMAC | l: 00:0C:29:6E:CB:F9

DI

mailMsgSubject A—=ILDH% 1: hello
messageld A—JLID £i):
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
msgSize A—=LDYAR {51: 30841
msgUuid #HAA—ILD ID f51l: 6965222B-13A6-
C705-89D4-6251B6C41E03
rcptMail ZEBEDA—ILT FLR | fl: user2@example.com
senderMail BEEFEDA—ILT FLR | #l: useri@example.com
sev BEXE 2: REFifh
41K
6:
&=
src EETIPTFLR #l: 10.1.144.199
suser A—JLEEE {51l user2@example.com
threatName A— )L TR ENT=BEL | 5]: VAN_MALWARE.UMXX|

FRAUD_PHISHING.WRS




Syslog A>T YTV ELY - LEEF

LEEF &— Bl G
threatType ZREDIEHE LEMBRETOTS A
2FETATS A
3: F1E URL
LREITAIL
5: 72 URL

6: RINLA—)L/ T L—A—
L

2490y
8AVTUYER

9 BHREAVHEKRAANL b

_jﬂ&%

LEEF m 7L 2T 25813, A _v Matta 2 7 X0 5es N\0x09) T

v £,

7 7 DOF:

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|EMAIL_DETECTION|=8\0x09threatType=
4\0x09deviceGUID=034eb532-9318-40d9-b27b-d9feba7c269e0x09mess
ageld=<20150413072949.E8COD1E9A363@internalbeta.bcc.ddei>\0x0
9msgUuid=6C4A91D7-1396-1405-94C5-D955018F938E\0x09mailMsgSubj
ect=0rcamento Total - 5636005\0x09src=69.162.64.30\0x09msgSiz
e=397113\0x09dvchost=1internalbeta.bcc.ddei\0x09dvc=10.64.1.13
1\0x09act=passed\0x09duser=userl@domainl.com\0x09devTime=Apr
13 2015 07:29:50 GMT+00:00\0x09suser=www-data@contato30.danet
mail.net\Ox09dvcmac=C4:34:6B:B8:09:BC\0x09devTimeFormat=MMM d
d yyyy HH:mm:ss z\0x09threatName=VAN_BACKDOOR.UMXX




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF EXD#BHO T : 77 IILEHDO S

K42 LEEFEXOBRER T R E 77/ LBRHEO Y

LEEF ¥— BT =1
Header (logVer) LEEF ‘s M/8s—2 3> | LEEF: 1.0
Header (vendor) TFISATUVADRY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) 27547‘/;(0)/{— {51: 5.1.0.1110
vav
Header (eventName) ARV 5 ATTACHMENT_DETECTION
act A FDONE Al
analyzed
cleaned up
deleted

delivered directly
encrypted

file sanitized
passed
quarantined
recipient changed
stamped

stripped
subjectsTagged

deviceGUID FTSAF72URADGUID | f5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

devTime (m By R 35737 {51l: Jan 28 2015 02:00:36 GMT+00:00




Syslog A>T YTV ELY - LEEF

LEEF ¥ — B fiE
devTimeFormat Ezlof =K yyyy MMM dd HH:mm:ss z
duser A—ILZEE IR
userl@example2.com;test@163.co
m
dvc FISATVADIPT | $:10.1.144.199
FLZR
dvchost TFFSAT72URADKRAR b+ | fl: localhost
&
dvcmac FTS5AF72UADMAC | l: 00:0C:29:6E:CB:F9
7 KFLR
emailSeverity A—ILDEKE o 20 REHE
41K
6: &1
85
emailThreats A—LTHRESIN-ER | 5]: VAN_MALWARE.UMXX]|
OEA] FRAUD_PHISHING.WRS
emailThreatType BROESH - LEMBERETOVS LA
2FRETOSTS A
3: AN1E URL
LAREITTFAIL
5: & URL
6: RISLA—)L/F L—A—
12
749y
g aAVTUVER
9 fEHMFA LKA AR




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF &— Bl fiE
fileHash SHA-1 £i):
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDT7AINEAT BIRIFFEY kv FTI774L
fname T74IL%E 451l: excel.rar
fsize 774N AR f51l: 131372
mailMsgSubject A—ILOH£ 151: hello
messageld A—JLID 45i):
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
msgSize A—=NLDHYA X {51: 30841
msgUuid #HAA—LD ID {51: 6965222B-13A6-
C705-89D4-6251B6C41E03
sev EXE o 20 REHE
41K
6: B
&=
src BEETIP7EFLR 15: 10.1.144.199
suser A—)LEEE {51l user2@example.com
threatName A—LTERE SN I=ZBL | fl: VAN_MALWARE.UMXX|
OEA] FRAUD_PHISHING.WRS
EE
LEEF v 7# 2428803, 4 v FEtkz Z 7 RKY19 i85 N\0x09) T
vl £,
a7 DA

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|ATTACHMENT_DETECTION |sev=8\0x09msgU




Syslog A>T YTV ELY - LEEF

uid=6C4A91D7-1396-1405-94C5-D955018F938E\0x09f1ileHash=2EFOB334
EFDE7F1BA16011158E25555C2B9D7BC5\0x09emailSeverity=8\0x09suser
=www-data@contato30.danetmail.net\0x09dvchost=1internalbeta.bcc
.ddei\0x09emailThreatType=4\0x09duser=spam@support.trendmicro.
com\0x09messageld=<20150413072949.E8COD1E9A363@internalbeta.bc
c.ddei>\0x09src=69.162.64.30\0x09deviceGUID=034eb532-9318-40d9
-b27b-d9feba7c269e\0x09mailMsgSubject=0rcamento Total - 563600
5\0x09msgSize=397113\0x09fileType=Directory\0x09dvc=10.64.1.13
1\0x09devTime=Apr 13 2015 15:45:58 GMT+00:00\0x09fname=0rcamen
to%20Total.zip\Ox09act=passed\Ox09dvcmac=C4:34:6B:B8:09:BC\0Ox0
9devTimeFormat=MMM dd yyyy HH:mm:ss z\0x09threatName=VAN_BACKD
OOR.UMXX\0x09emailThreats=VAN_BACKDOOR.UMXX

LEEF XX D#EHOJ:URLRE DY

% 4-3. LEEF XX OBRH O S URLBRH A Y

LEEF ¥%— EiEA fi&
Header (logVer) LEEF ‘6 M/3—2 3> | LEEF: 1.0
Header (vendor) FISATUVRADRNY Trend Micro
S
Header (pname) FISAT7REG Deep Discovery Email Inspector
Header (pver) TFISAT7VRMDIN— f51: 5.1.0.1110
a3y
Header (eventName) ARV 5 URL_DETECTION




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF F— B7L 1B
act AR FOUNE £i):
analyzed
cleaned up
deleted
delivered directly
encrypted
file sanitized
passed
quarantined
recipient changed
stamped
stripped
subjectsTagged
deviceGUID TTS54F7ADGUID | fl: 6B593E17AFBT7-40FBBB28-
A4CE-0462-A536
deviceProcessHash BRI SHA-1 £i:
A29E4ACATOBEF4AF8CET75AF51032B
6B91572AA0D
devTime =R 324537 f3il: Jan 28 2015 02:00:36 GMT+00:00
devTimeFormat BzIDR R yyyy MMM dd HH:mm:ss z
duser A—ILZESE 45i):
userl@example2.com;test@163.co
m
dvc FISATVADIPT | f1:10.1.144.199
FLX
dvchost 2734 F7UADKRR k| $l: localhost




Syslog A>T YTV ELY - LEEF

LEEF ¥ —

gE-Elil

B

[}

dvcmac

T TS54 T 2AD MAC
7KELX

1511: 00:0C:29:6E:CB:F9

eventTriggeredValue E17E fi: 35

emailSeverity A—ILDEKXRE 41K
6:
&5

emailThreats

A—LTHEREEN-ER
(OFY:I]

{51: VAN_MALWARE.UMXX|
FRAUD_PHISHING.WRS

emailThreatType

EHOELE

LEMBERETOTS A
2FETBT S LA

3: 1E URL
LARETFAI

5: 7% URL

6: RISLA—)L/ T L—A—
v

249Uy
8 aAVTUVER

o EHEA VKA b

mailMsgSubject

A—ILDH%

5l: hello

messageld

»—JLID

f:
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>

msgSize

A—=ILDHA X

51: 30841

msgUuid

HREA—JLD ID

5l: 6965222B-13A6-
C705-89D4-6251B6C41E03




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF F— B7L G
sev BEXE - 4R
6: F
LE)
src EETIPF7FLR f5il: 10.1.144.199
suser A—ILEIEE 5l: user2@example.com
threatName A—L TR SN =EBL | f: VAN_MALWARE.UMXX|
DB FRAUD_PHISHING.WRS
url URL {5: http://1.2.3.4/query?term=value
urlCat AhF3Y f51: 90: 02
FE
LEEF v /2T 2856813, 4 ~v MEthd ¥ 7Kg0 25 N\ox09) TK
o E4,
=RZARLIE

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|URL_DETECTION|sev=4\0x09deviceGUID
=034eb532-9318-40d9-b27b-d9feba7c269e\0x09msgUuid=6C4A91D7-13
96-1405-94C5-D955018F938E\0x09mailMsgSubject=0rcamento Total

-5636005\0x09src=69.162.64.30\0x09emailSeverity=8\0x09msgSize
=397113\0x09dvchost=1internalbeta.bcc.ddei®x09dvc=10.64.1.131\
0x09emailThreatType=4\0x09duser=userl@domainl.com\0x09url=htt
p://200.98.168.34/testaml/t3zs3.html\0x09act=passed\Ox09devTi
me=Apr 13 2015 15:45:58 GMT+00:00\0x09suser=www-data@contato3
0.danetmail.net\0Ox09dvcmac=C4:34:6B:B8:09:BC\0x09devTimeForma
t=MMM dd yyyy HH:mm:ss z\0x09messageIld=<20150413072949.E8C0OD1
E9A363@internalbeta.bcc.ddei>\0x09emailThreats=VAN_BACKDOOR.U
MXX




Syslog A>T YTV ELY - LEEF

LEEF e 75— bt0a4g

R 4-4. LEEF XD 7 S— O

LEEF ¥— EEA 1B

Header (timestamp) TMmm dd hh:mm:ss] 2= | 4l: Dec 5 05:26:45
DA —H LB

Header (host) RAA DIERESEREL | Bl internalAP1
"R R4

Header (logVer) LEEF fisXD/N\—2 3> | LEEF: 1.0

Header (vendor) TFISATUADRY Trend Micro
g

Header (pname) TFIZAToRER Deep Discovery Email Inspector

Header (pver) TFISATURMDIN— f51: 5.1.0.1110
o3y

Header (eventName) ARV M ALERT_EVENT

deviceGUID T7FTS5A472RDGUID | f§l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
devTime 05 4B {51: Jan 28 2015 02:00:36 GMT+00:00

devTimeFormat

iS00

yyyy MMM dd HH:mm:ss z

7 ELZR

dve TFISATUADIPT | $5:10.1.144.199
KLX

dvchost TFITSATUADEKRR k| Hl: localhost
£

dvemac T TS54T72AD MAC {5: 00:0C:29:6E:CB:F9

eventTriggeredValue

EATIE

1: 35

externalld

TS5—hT—2R—ZD
a4 D

5: 1648




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF ¥ — &5 BA fiE
ruleContent BHOaYTUY fi:

The following email
messages contain threats:

Risk: Medium (Malware)
Action: Quarantined
Message ID: <201506190
32243.5923E650365@1loca
lhost.ddei-164>
Recipients: fake@test.
com;test@test.com
Sender: test@fake.test
Subject: high_4_file_5
O7ECC33FA60979F6B97D84
DA47972096185C263
Attachment: 4_file_507
ECC33FA60979F6B97D84DA
47972096185C263 (MIME
Base64)
Detected: 2015-05-25
11:11:00

Alert time: 2015-05-25
11:11:27 +0800
Generated by: localhost.
localdomain (192.168.1.
100)

Management console:
https://192.168.1.100/
loginPage.ddei

TE

&AEIE 20000 XFETT,

ruleCriteria 5 EA f51l: 1 or more messages detected
with threats




Syslog A>T YTV ELY - LEEF

LEEF F— Bl fi&

ruleEventType 75— hDiELE - 0 VRTLARY B

LEFa)TaA4REB&
UARY FODEKREN 1.
Mgy, £=1& ME)
X2 TAARV B &K
VARV EDEXREN 5]
Fi=1& )

(EFANTAARNUEEE
VAR FDERED T5]

ruleld 75—hkID 1~15 D&
ruleName TI— f51l: Security: Suspicious Messages
Identified
sev BEXE < 2 1EER
6: EE
8 EX
AE
LEEF v /2T 55813, 4 ~<v MEtE % 7 K810 5 N\ox09) TK
B1v £,
= 7 D

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1009|ALERT_EVENT|sev=2\0x09cnt=8\0x09rul
eEventType=0\0x09ruleId=10\0x09ruleCriteria=At least 1 message
s processed\0x09dvchost=1localhost.ddei-164\0x09dvc=10.204.253.
164\ 0x09deviceGUID=361a091c-addd-40cf-98e7-710e43500a66\0x09ex
ternalld=1684\0x09devTime=Jun 19 2015 03:18:48 GMT+00:00\0x09r
uleName=System: Processing Surge\0x09dvcmac=00:50:56:01:2C:BC\
0x09devTimeFormat=MMM dd yyyy HH:mm:ss z\0x09ruleContent=The%2
Onumber%200f%20processed%20messages%20reached%20the%20specifie
%20threshold%20%281%29 .%0A%0AMessages%20processed%3A%208%0ACh
ecking%20interval%3A%200%20minutes%0A%0AAlert%20time%3A%202015
-06-19%2003%3A18%3A48%20%2B0000%OAGenerated%20by%3A%201localhos




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

t.ddei-164%20%2810.204.253.164%29%0AManagement%20console%3A%20
https%3A//10.204.253.164/loginPage.ddei

LEEF X DRE 7 FSA4Fomas: 2741

iy

R 45 LEEFRRXDEET7FSAFH9HOT: 274 LS

LEEF &— iEA fiE
Header (timestamp) IMmm dd hh:mm:ss] ¢ = | 45l: Dec 5 05:26:45
D O—HILEEE
Header (host) RAA DIERESERL | Bl internalAP1

RRA MR
Header (logVer) LEEF fisXD/A\—2 3> | LEEF: 1.0
Header (vendor) TFISATUVADRY Trend Micro
a—
Header (pname) FISAT7UREE Trend Micro
Header (pver) TFISATVADIN— {51: 5.1.0.1110
ay
Header (eventName) AR+ FILE_ANALYZED

deviceGUID

77547 2ADGUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T IS4 T 2AD MAC
7KLX

4511: 00:0C:29:56:B3:57

deviceOSName B RRY I RA A= | fl: win?
DiELE
deviceProcessHash EIdD SHA-1 R

A29E4ACATOBEF4AF8CE75AF51032B
6B91572AA0D

devTime

A 4 R

{5: Jan 28 2015 02:00:36 GMT+00:00




Syslog AV F YR Y ETY - LEEF

LEEF ¥ —

gE-Elil

B

[}

devTimeFormat

i [0iEN

yyyy MMM dd HH:mm:ss z

dve FISAT7VRADIPT | 14]:10.1.144.199
KL
dvchost TFISATUADEKRR k| Hl: localhost
%
fileHash SHA-1 R
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEODT7AINLEAT BIRIFFEY kv FTI774L
fname 27415 5l: excel.rar
fsize 274N 4A4 X 5l: 131372
gridisknownGood GRID/CSSS D#ER 0:GRID BEEFE L& BN TL
A
1:GRID NEEF LM SN TLY
%3
malName RETOYS L% f5: HEUR_NAMETRICK.A
pcapReady PCAP £ FH AT BE 0: PCAP HMEFAIBETAR LY
1: PCAP A& A AT RE
pComp BB TP /a R— | Sandbox
ESA S
rozRating ROZ L—T 4 5 (R | I3
TF 54 FIZ & BBHTEE
RERTREBI—F)
sev EXE 3

ﬁ TE

LEEF 1 ZHESL A 2385513, 4~ MEEE 2 7 X0 35 N\0x09) TX

v £9,




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

= 7 Dl

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|FILE_ANALYZED|devTime=Apr 13 2015
07:45:54 GMT+00:00\0x09devTimeFormat=MMM dd yyyy HH:mm:ss z\0x
09sev=3\0x09pComp=Sandbox\0x09dvc=10.64.1.131\0x09dvchost=1inte
rnalbeta.bcc.ddei\0x09deviceMacAddress=C4:34:6B:B8:09:BC\0x09d
eviceGUID=034eb532-9318-40d9-b27b-d9feba7c269e\0x09fname=0r\x8
7amento Total.cpl\0x09fileHash=2EFOB334EFDE7F1BA16011158E25555
C2B9D7BC5\0x09deviceProcessHash=61DD815ABF2D1FFC58F261392DAFF4
F11B59D79C\0x09malName=VAN_BACKDOOR.UMXX\0x09fileType=Win32 DL
L\Ox09fsize=482816\0x09deviceOSName=win81len\0x09gridIsKnownGoo

d=-1\0x09rozRating=3\0x09pcapReady=1

LEEF KX DIRE 7+ 54 FH#04: URL 54

K 4-6. LEEF RRDRBT7 F+ 54 ¥ 205 URL 24

LEEF ¥— EiEA 1B
Header (timestamp) TMmm dd hh:mm:ss] 2= | 45l: Dec 5 05:26:45
DA —H)LER
Header (host) RAA DIERESERL | Bl internalAP1
KRR M4
Header (logVer) LEEF fisXD/N\—2 3> | LEEF: 1.0
Header (vendor) FISATURADRY Trend Micro
-
Header (pname) TFIZATRER Deep Discovery Email Inspector
Header (pver) TFISATURMDIN— f51: 5.1.0.1110
o3y
Header (eventName) ARV M URL_ANALYZED
deviceGUID 7754 T 2ADGUID {5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536




Syslog A>T YTV ELY - LEEF

LEEF ¥ —

gE-Elil

B

deviceOSName

Ho Ry s R A=
OIS

1: win7

deviceMacAddress

T TS54F72ARD MAC
7RELZR

{51: 00:0C:29:56:B3:57

deviceProcessHash EHID SHA-1 :
A29E4ACATOBEF4AF8CE75AF51032B
6B91572AA0D

devTime (=R 357: 37 {5l: Jan 28 2015 02:00:36 GMT+00:00

devTimeFormat

Kl DRz

yyyy MMM dd HH:mm:ss z

dvc FISATUADIPT | $1:10.1.144.199
KLX
dvchost FFS5AT72RADKRR b+ | fl: localhost
%
fileHash SHA-1 £il:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
pcapReady PCAP {F FH AT BE 0: PCAP AMEFAIBETARLY
1: PCAP HhME AT B
pComp BTV /avR— | Sandbox
b
rozRating ROZ L—F 4 2 J (% | Hl:3
TS5 I & BEMEE
RE=RTHEI—F)
sev FRE 3
url URL {5: http://1.2.3.4/query?term=value

LEEF v J# T 2581, A X2 Meths ¥ 77X 9 5 N\0x09] TX
v £9,




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

= 7 Dl

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|URL_ANALYZED|devTime=Apr 13 2015 07
:34:41 GMT+00:00\0x09devTimeFormat=MMM dd yyyy HH:mm:ss z\0x09
sev=3\0x09pComp=Sandbox\0x09dvc=10.64.1.131\0x09dvchost=1intern
albeta.bcc.ddei\0x09deviceMacAddress=C4:34:6B:B8:09:BC\0x09dev
iceGUID=034eb532-9318-40d9-b27b-d9feba7c269e\0x09fileHash=BF68
52C834224BD2C26AC4BE2OE7TEO8930B39FEF\0Xx09deviceOSName=win7sple
n\Ox09url=http://climtorg.ru/bitrix/admin/lup\0x09rozRating=3\
0x09pcapReady=1

LEEF EXDIRB7FSA4 oo s: & L 0VEE

A2k

K41 LEEFRRADRBT7F A YO ELIMEEARY

LEEF ¥— EEA &
Header (timestamp) ITMmm dd hh:mm:ss] 2= | 4l: Dec 5 05:26:45
DA —H LB
Header (host) RAA DIESRESERL | Bl internalAP1
KRR+
Header (logVer) LEEF fisXD/N\—2 3> | LEEF: 1.0
Header (vendor) FISATURADRY Trend Micro
H—
Header (pname) TFISATRER Deep Discovery Email Inspector
Header (pver) TFISATURMDIN— f51: 5.1.0.1110
o3y
Header (eventName) ARV M NOTABLE_CHARACTERISITICS

deviceGUID

7754 T 2ADGUID

{51: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS5A4 T 2AD MAC
7KELZR

4511: 00:0C:29:56:B3:57




Syslog A>T YTV ELY - LEEF

LEEF ¥ — B fiE
deviceOSName B RRY Y RA A= | Hl:win7
DiEFE
devTime 04 4 B f5ll: Jan 28 2015 02:00:36 GMT+00:00
devTimeFormat BEIDRR yyyy MMM dd HH:mm:ss z
dvc FTSAT7VADIPT | $1:10.1.144.199
FLR
dvchost TTS5A4T72ADEKRR k| Hl: localhost
%
fileHash SHA-1 fi:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDIT7AINEAT BI:RIFFEY kv FTo74L
fname T74ILE 451l: excel.rar
fsize T7AINH AR 5l: 131372
msg FEHE {51: msg=Dropping Process ID:

2984\n File: %USERPROFILE%
\AppData\Local\MICROSOFT
\INTERNET EXPLORER\ Recovery
\High\LAST ACTIVE\{D78424A0
E1AA-11E4-B7C5-7CC9C8DA4AD
2}.DAT\nType: VSDT_WINWORD\

pComp BHEITVP Y /avR— | Sandbox
EA S
ruleCategory ERAR) -4 f5ll: Internet Explorer Setting
Modification
ruleName BRARNY FORHT f5: Modified important registry
items

sev FRE 3




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

_4 EE
LEEF v 7 # a3+ 285813, A X0 MaEthsd ¥ 77X 9 55 \ox09] TX
g1 £,

=R ARLIE

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery

Email Inspector|2.5.1.1161|NOTABLE_CHARACTERISTICS |devTime=Ap
r 13 2015 07:01:13 GMT+00:00\0x09devTimeFormat=MMM dd yyyy HH:
mm:ss z\0x09sev=6\0x09pComp=Sandbox\0x09dvc=10.64.1.132\0x09dv
chost=internalbeta.tapping.ddei\0x09deviceMacAddress=B0:83:FE:
DD:21:98\0x09deviceGUID=e57f0651-b197-42d4-a643-271cl1277b5ff\0
x09fname=http://ytlnutj.wvp78.com/\0x09fileHash=8213271FD287C3
F27D6975FE0545AB77DC8EBF73\0x09fileType=URL\Ox09fsize=0\0x09ru
leCategory=File drop, download, sharing, or replication\0x09ru
leName=Drops file that can be used to infect systems\0x09msg=D
ropping Process ID: 2984\nFile: %USERPROFILE%\AppData\Local\MI
CROSOFT\INTERNET EXPLORER\Recovery\High\LAST ACTIVE\{D78424A0-
E1AA-11E4-B7C5-7CC9C8DA4AD2} .DAT\nType: VSDT_WINWORD\Ox09devic
e0OSName=win7splen

LEEF X DRE7FS/4 FomOJ:EFJX b
N e iy BV I QI S

K48 LEEFBRXDEBRT7FSA YOO T EBTIVRA M S OHF I a IRV K

LEEF ¥F— E5BA &

Header (timestamp) I'Mmm dd hh:mm:ss 122X | #: Dec 5 05:26:45
D O—HILEERE

Header (host) RAA VIERESERL | ] internalAP1
R M

Header (logVer) LEEF iR D/\—2 3> | LEEF: 1.0

Header (vendor) TFISATUADRY Trend Micro
H—




Syslog A>T YTV ELY - LEEF

LEEF F— B2l B
Header (pname) FISAT7REG Deep Discovery Email Inspector
Header (pver) Z?’%»f?‘zxa)/i’— {5: 5.1.0.1110
vayv
Header (eventName) AR b DENYLIST_CHANGE
act ARY DN Add
Remove
deviceExternalRiskType JRI LRV Low
Medium
High

Confirmed Malware

deviceGUID

T7TS5AF72UADGUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T T54 7 2AD MAC
7 ERLA

{51: 00:0C:29:56:B3:57

devTime =R 3n1:53] {51: Jan 28 2015 02:00:36 GMT+00:00
devTimeFormat EzlokX yyyy MMM dd HH:mm:ss z
dhost REIERERR M 451: dhost1
dpt EERKR— b 0~65535 D1l
dst BEXIPTELR 15: 10.1.144.199
dvc FISATADIPT | f:10.1.144.199
FLR
dvchost TFTS5A4T72RADKRR b | $l: localhost
%
end LR— & TEZI {5l: Mar 09 2015 17:05:21 GMT+00:00
fileHash SHA-1 £i:

1EDD5B38DE4729545767088C5CAB3
95E4197C8F3




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF ¥— Bl [}
pComp BHETYYr/arvR— | Ssandbox
*rok
sev BEXE 3
type EFYRX FOIESE Deny List IP/Port
Deny List URL
Deny List File SHA1
Deny List Domain
url URL 5: http://1.2.3.4/query?term=value
FE
LEEF 1 ZH LA AT 285615, 4 v MEMEEZ 2 7R 0 25 1\0x09) TX
vl £,
1 7 DB

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|DENYLIST_CHANGE |devTime=Apr 13 201
5 07:47:01 GMT+00:00\0x09devTimeFormat=MMM dd yyyy HH:mm:ss z\
0x09sev=3\0x09pComp=Sandbox\0x09dvc=10.64.1.131\0x09dvchost=1n
ternalbeta.bcc.ddei\0x09deviceMacAddress=C4:34:6B:B8:09:BC\0x0
9deviceGUID=034eb532-9318-40d9-b27b-d9feba7c269e\0x09end=May 1
3 2015 07:44:37 GMT+00:00\0x09act=Add\0x09dst=200.98.168.34\0x
09dpt=80\0x09deviceExternalRiskType=Medium\0x09type=Deny List

IP/Port




Syslog A>T YTV ELY - LEEF

LEEF e XD A v E—TEHHO Y

K49 LEEF XD A vE—TBEOY

%

LEEF &— B &
Header (timestamp) TMmm dd hh:mm:ss] 2= | 4l: Dec 5 05:26:45
D O—HILEEE
Header (host) RAA DIERESEREL | Bl internalAP1
RR LA
Header (logVer) CEFEXD/N\—2a > 1.0
Header (vendor) TFISATUADRY Trend Micro
S
Header (pname) TFIZAToRER Deep Discovery Email Inspector
Header (pver) TFISATURMDIN— f51: 5.1.0.1110
ay
Header (eventName) ARV M MESSAGE_TRACKING
sev A—ILDEKE 2: fERAAE
2: R
2:1Z%
41K
6: &
&5
dvc FISATVADIPT |l
FLR
1IPV4:192.168.10.1
IPv6:2620:0101:4002:0401::131
dvemac T TS54 T 2AD MAC {51]: 00:0C:29:6E:CB:F9
7 KLR
dvchost TFTS5AT7RADKRR k| Hl: localhost




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF F— Bl fi&
deviceGUID T TISATUADGUID | 5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
devTime (mER: 3537 51: Mar 09 2015 17:05:21 GMT+00:00

(UTC time)

devTimeFormat

i [0Fi7EN

yyyy MMM dd HH:mm:ss z

messageld A—JLID 45i):
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>

msgUuid #HAA—LD D {51: 6965222B-13A6-
C705-89D4-6251B6C41E03

suser A—ILEEE 451l user2@example.com

duser A—ILZIEE 451):
userl@example2.com;test@163.co
m

mailMsgSubject A—ILDH A f51: hello

reason Javyv s uBEnERA f5l: Timeout period expired
latestStatus RFDRAT—H R Deleted
Delivered
Delivery unsuccessful
Processing completed
Quarantined
Recipient changed
src EETIPF7FLR f4ll: 10.1.144.199
senderMail BEIEBEDA—ILT KL R | l: useril@example.com
rcptMail ZEFEDA—ILT FLR | fl: user2@example.com

deviceTranslatedAddress

JL—MTADIP7 KL
2z

15: 204.92.31.146




Syslog A>T YTV ELY - LEEF

LEEF F— Bl fi&

procHistory I8 fE FE Bl: TN AMNETLE-ANE, 2
K"FALREVT 101,524
LRBUT 202, B4 LR
22T ninEn"

27 D

May 15 16:00:4 7 internalbeta LEEF:1.0|Trend Micro|Deep Di
scovery Email Inspector|3.1.0.1154|MESSAGE_TRACKING |sev=2<
009>latestStatus=Processing completed<009>procHistory=May
15 2018 08:00:33 GMT+00:00 Received,May 15 2018 08:00:33 G
MT+00:00 Action set to 'pass',May 15 2018 08:00:33 GMT+00:
00 Processing completed<009>msgUuid=46252714-6C39-FF05-98F
4-5C63BCB20569<009>mailMsgSubject=Time 1is running out: New
data privacy permissions<009>src=104.130.122.63<009>sende
rMail=sap@mailsap.com<009>suser=bounce+814a73.7ecda73-jeff
_lovelace=trendmicro.com@mailsap.com<@09>dvchost=1internalb
eta.bcc.ddei<009>dvc=10.64.1.131<009>duser=jeff_lovelace@t
rendmicro.com<009>deviceGUID=67067637-acbf-46de-a22d-be8d0O
d976cd5<009>rcptMail=jeff_lovelace@trendmicro.com<009>devT
ime=May 15 2018 08:00:33 GMT+00:00<009>messageId=201805150
80033 .0EE4B6834964@internalbeta.bcc.ddei<009>dvcmac=EC:F4:
BB:DE:E5:30<009>devTimeFormat=MMM dd yyyy HH:mm:ss z<009>d
eviceTranslatedAddress=104.130.122.63

LEEF XX DEFEE 7 1 ILAR RO T

T 4-10. LEEF X DREEH T 4 LA /RERT

LEEF ¥— BTl fiE
Header (timestamp) Mmm dd hh:mm:ss] fi43{ | fll: Dec 5 05:26:45
DO—AhILEERE
Header (host) RAA UESRES T | Bl internalAP1
S
Header (logVer) CEFRD/N—T 3> 1.0




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF ¥ — B fiE
Header (vendor) FISATUADRY Trend Micro
5
Header (pname) TFISATRER Deep Discovery Email Inspector
Header (pver) TFISATUADIN— {5: 5.1.0.1110
ay
Header (eventName) SiER SENDER_FILTERING
sev A—ILDEKE 2
dve TFISATURADIPTY | il
KLZR
IPV4:192.168.10.1
IPv6:2620:0101:4002:0401::131
dvcmac FTSATF72UADMAC | $l: 00:0C:29:6E:CB:F9
7 RKLR
dvchost FITSAT2UADEKRR b | Hl: localhost
%
deviceGUID 7 TS54T72AD GUID 151: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
devTime =R 357:37 {51: Mar 09 2015 17:05:21 GMT+00:00
(UTC time)
devTimeFormat BEIDRR yyyy MMM dd HH:mm:ss z

deviceTranslatedAddress

JL—MTADIPF7 KL
z

5: 204.92.31.146

suser

A—ILEEE

{l: user2@example.com

duser

A—ILBZESH

51
userl@example2.com;test@163.co
m




Syslog A>T YTV ELY - LEEF

LEEF F— Bl fi&

eventType AR FDFESE « LA—JLLEaT—Yav

2T4LY FYN—RX K
E (DHA) H 5> DIRE

BN URA—LREN LD
R

4:SMTP 574w ROy
KLY (PP KLR)

5:SMTP b3 74 w9 XB Y
KOG (A—ILT FLR)

6: SPF
7: DKIM
8: DMARC

act AR FDILIE - 2—EMIZTOvY
3FIZTIavY

rfcResult EEFEDORIER . 1:None

2: Pass

3: Neutral

4: SoftFail

5: Fail

6: TempError

7: PermError

reason Joy Y BENER {51:No DNS txt record

= 27 D

May 15 16:00:4 7 internalbeta LEEF:1.0|Trend Micro|Deep Di
scovery Email Inspector|3.1.0.1147|SENDER_FILTERING|sev=2<
009>deviceGUID=15129231-f1dc-4941-8014-1a1b9fbc9253<009>rf
cResult=5<009>eventType=6<009>deviceTranslatedAddress=10.2
06.155.122<009>dvchost=1localhost.localdomain<009>dvc=10.20
6.155.128<009>act=2<009>duser=userl@domain.com<009>reason=




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

56<009>devTime=May 15 2018 08:15:31 GMT+00:00<009>suser=us
er2@domain2.com<009>dvcmac=00:0C:29:8D:2E:74<009>devTimeFo
rmat=MMM dd yyyy HH:mm:ss z

LEEF oD X FL0O%5

K 4N LEEFREXD R TLAY

LEEF ¥%— EiEA fi&
Header (timestamp) Mmm dd hh:mm:ss] 23 | f5ll: Dec 5 05:26:45
DEa—HILEERE

Header (host)

RAA iERES TR
A &

f51l: internal AP1

Header (logVer) LEEF s MD/N\—2 3> | LEEF: 1.0
Header (vendor) TFISATUVRADRNY Trend Micro
H—
Header (pname) FITSAT7REG Deep Discovery Email Inspector
Header (pver) TFISATVRDIN— {51: 5.1.0.1110
Pav
Header (eventName) ARV 5 PRODUCT_UPDATE

SYSTEM_EVENT

deviceGUID T TSATUADGUID | 5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
devTime (m R 3537 5: Jan 28 2015 02:00:36 GMT+00:00

devTimeFormat

is#[o¥i7e

yyyy MMM dd HH:mm:ss z

%

dvc FTSATUADIPT | $1:10.1.144.199
FLX
dvchost TTS5A4T72ADEKRR k| Hl: localhost




Syslog A>T YTV ELY - LEEF

LEEF ¥ — B fiE
dvemac 7 T54F2ADMAC | fl: 00:0C:29:6E:CB:F9
7 KLR
msg AR DO {5l: Scheduled update - Unable to

download Script Analyzer Pattern.

operationld AR k~ID . SYSTEM_EVENT 20000-39999

PRODUCT_UPDATE
10000-19999

sev EXE 3

ﬁ FE
LEEF 0 VTR EAT 528813, A X MNatkd % 7 X0 38 N\0x09) TX
@] V) jﬁﬁqo

v 7 OH:

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|2.5.1.1161|SYSTEM_EVENT|sev=3\0x09deviceGUID
=e57f0651-b197-42d4-a643-271c1277b5ff\0x09devTime=Apr 13 2015
06:52:00 GMT+00:00\0x09msg=Logout: 'admin' logged off\Ox09dv
cmac=B0:83:FE:DD:21:98\0x09devTimeFormat=MMM dd yyyy HH:mm:ss
z\0x09dvchost=1internalbeta. tapping.ddei\0x09dvc=10.204.253.1
63\0x090perationId=30000

LEEF XD Time-of-Click 7OF4 <304

R 4-12. LEEF =X D Time-of-Click 7OF4~ < a>n¥

LEEF F— Bl =]

Header (timestamp) Mmm dd hh:mm:ss] 4= | f5ll: Dec 5 05:26:45
D Ba—H LB




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

LEEF ¥ — B fiE
Header (host) RAAVIBREESEEL | Bl internalAP1
RRX £
Header (logVer) LEEF ‘6 M/s—2 3> | LEEF: 1.0
Header (vendor) TFISATUVRADANY Trend Micro
H—
Header (pname) FIS5AT7REE Deep Discovery Email Inspector
Header (pver) TFISATVRDIN— f51: 5.1.0.1110
ayv
Header (eventName) SR AR CTP_DETECTION
Header (severity) A—ILDEKE 2: RETAh
41K
6: &
85
deviceGUID T TSA4F72ADGUID | f5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
dvc FTZATVADIPT | f1:10.1.144.199
FLZR
dvchost TFFS5A4AT72RADKRR b+ | fl: localhost
%
dvcmac T TS54T72ARD MAC 151]: 00:0C:29:6E:CB:F9
7 KELR
devTime 045 & R B %l {51l Jan 28 2015 02:00:36 GMT+00:00

devTimeFormat

Kl DRz

yyyy MMM dd HH:mm:ss z

url

URL

{5: http://1.2.3.4/query?term=value




Syslog A>T YTV ELY - LEEF

LEEF ¥— A [}
act AR FDWE £i:
blocked
warned_and_stopped
warned_but_accessed
mailMsgSubject A—ILDH% 51: hello
messageld A—JLID £i):
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
senderMail EIEEDA—ILT FLR | l: useri@example.com
rcptMail ZEFEDA—ILT FLR | fl: user2@example.com
timeOfClick URL 7Y v U OFsRE 45i: Mar 09 2015 17:05:21 GMT+00:00
suser A—ILEIEE 51l: user2@example.com
duser A —ILREE 4il:
userl@example2.com;test@163.co
m
=R/ AL

Dec 16 06:38:57 ddei-172 LEEF:1.0|Trend Micro|Deep Discovery
Email Inspector|5.1.0.1110|CTP_DETECTION|deviceGUID=2bcbcc9
8-3f99-40e3-864f-e5f102511631<009>mailMsgSubject=syslog - ct
p<OO9>url=http://g9yxzah7yu23n.com<009>dvchost=ddei-172<009>
messageld=2020121613571222594383@test.com<009>senderMail=tar
ek@test.com<009>dvc=10.204.63.172<009>act=blocked<009>duser=
ddei_testl@demo.com<009>rcptMail=ddei_testl@demo.com<009>dev
Time=Dec 16 2020 06:30:08 GMT+00:00<009>timeOfClick=Dec 16 2
020 06:36:56 GMT+00:00<009>dvcmac=00:50:56:A7:D9:FD<009>devT
imeFormat=MMM dd yyyy HH:mm:ss z<009>suser=tarek@test.com




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

MTA O 4

MTA 1 7 ® Syslog = 7 Y~ v B 7E#RITH Y £H A, Deep

Discovery Email Inspector [ZA1T.00 MTA & 7 % Syslog H—/NZ E#E5
L/ i ‘é—o

=RARLE

i

il

04-27-2018 09:57:51 Mail.Info 10.206.155.128 Apr 27 09:57:
51 localhost postfix/smtpd[19318]: proxy-accept: END-OF-ME
SSAGE: 250 2.0.0 Ok: queued as DEC594A7815; from=<userl@do

mainl.com> to=<user2@domain2.com> proto=SMTP
helo=<test.com>




Syslog A>T VYT vYE>Y -TMEF
WD F 1L, Deep Discovery Email Inspector @ & 7' H /7 & TMEF JER D =
FLat e rloarFoYyv v B AR LTWET,

89 ~N— M [TMEF X Ofithn 7 2 — L fitia 7|

92 _X— D [TMEF RO a7 i/ 7 7 A At e 7
96 ~~— 0> [TMEF JER&. DM 2 7' URL Mo 7 |

100 X—2® [TMEF JEXDOT7 77— Fu 7|

103 =D [TMEF JERXDOEART 7T A Vo5hra 7' 7 7 A VoA
NN

105 ~— 0 [TMEF JEXDEAE T F 7 A Y5047 v 77 URL 434 A <=
b

107 ~— @ [TMEF FEXOEART F 7 A H55rm 7 2 LR A <
bk

109 X—®D [TMEF BERXOBART 7T A Fofhrm 73S A N hT v~
U GOV

111 =@ [TMEF JEXD A v & — Vv 7 )
114 X—2® [TMEF JEROEEHE 7 4 V4 [FRRER 7

117 =2 ® [TMEF JERX DT AT L 7|




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

118 ~X—® [TMEF JER®D Time-of-Click 7 a7 7 > a1 /|

51 X—® MTA v 7|




Syslog AT YTV ELY - TMEF

TMEF XX D&EHO T : A —)LiEH O S

F5-1.TMEF s OBRERD T A —LigER S

TMEF F— BT =1
Header (logVer) TMEF 6D/ A\—2 3> | CEF:0
Header (vendor) FISATUVADRY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) 27547‘/;(0)/{— {51: 5.1.0.1110
var
Header (eventid) E4 D 100130
Header (eventName) SiER EMAIL_DETECTION
Header (severity) A—ILDEKRE - 2:REHE
41K
6:
85




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF F— EL [}
act AR FDWE £i:
analyzed
cleaned up
deleted
delivered directly
encrypted
file sanitized
passed
quarantined
recipient changed
stamped
stripped
subjectsTagged
cnl A—LDYA X f1: 30841
cnlLabel A—=LDOYARX msgSize
csl #RA—L®D D f5l: 6965222B-13A6-
C705-89D4-6251B6C41E03
csllabel HAA—ILD ID msgUuid
cs2 A—JLID 4i:
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
cs2Label »—JLID messageld
cs3 EEBEDA—ILT KLR | #l: useri@example.com
cs3Label EEFDA—ILT FLR | senderMail
DTN
cs4 ZEFEDA—ILT KLR | fl: user2@example.com




Syslog AT YTV ELY - TMEF

TMEF F— B fiE
cs4label ZEBEDA—ILT KL R | rcptMail
DTN
deviceGUID 7 TS54F72AD GUID {5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
duser A—ILRIEE R
userl@example2.com;test@163.co
m
dvc FISATVADIPT | $:10.1.144.199
FLR
dvchost TFFS5AT7URADKRAR b+ | fl: localhost
£
dvemac FTS5AF72UADMAC | $l: 00:0C:29:6E:CB:F9

7 ELZR

mailMsgSubject A—ILDH% 1: hello

rt A £ REEZ {5: Mar 09 2015 17:05:21 GMT+00:00
src BEETIPT7 LR 151: 10.1.144.199

suser A—ILEIEE 51l: user2@example.com
threatName A—)LTRE SN T=BEL | 5]: VAN_MALWARE.UMXX|

DA

FRAUD_PHISHING.WRS




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF &— Bl fi&

threatType ZREDIEHE - LEMBERETOSS LA
2FETATS A

3: F1E URL
LREITAIL

5: % URL

6: RINLA—)L/T L—A—
L

2490y
8:aAVTIUYER

9 BHREAVHKRAANL b

27 D

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|100130|EMAIL_DETECTION|8|rt=Apr 13 201
5 08:49:22 GMT+00:00 src=141.251.58.19 threatType=4 deviceGUID
=034eb532-9318-40d9-b27b-d9feba7c269e mailMsgSubject=phishwatc
h Digest, Vol 2933, Issue 13 act=passed dvchost=1internalbeta.b
cc.ddei cs2Label=messageld cs2=<20150413084922.2052D1E9A066@iN
ternalbeta.bcc.ddei dvc=10.64.1.131 csllLabel=msgUuid cs1=ECBC7
B7E-1397-3005-94C5-0BA1DA0913D2 duser=userl@domain2.com suser=
userl@domainl.com dvcmac=C4:34:6B:B8:09:BC threatName=VAN_MALW
ARE.UMXX cnllLabel=msgSize cnl=1204948

TMEF eXORBRE O S : 727 I&Bas5

K52 TMEFIRROBRHE BT B I 7ML RERS

TMEF ¥— B &
Header (logVer) TMEF ¢ D/s—2 3> | CEF:0
Header (vendor) FISATUADRY Trend Micro
H—




Syslog AT YTV ELY - TMEF

TMEF F— A [}
Header (pname) FIS5A7REG Deep Discovery Email Inspector
Header (pver) Z?’%«f?‘zxa)/i— {51: 5.1.0.1110

vav
Header (eventid) Z4 1D 100131
Header (eventName) BLL] ATTACHMENT_DETECTION
Header (severity) BT 7AILDEKRE 2: REFAh
41K
6: §
&=
act ARy DN 451):
analyzed
cleaned up
deleted
delivered directly
encrypted
file sanitized
passed
quarantined
recipient changed
stamped
stripped
subjectsTagged
cnl A—ILDEKRE 2: REFfh
41K
6: #

=




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF &— Bl &
cnlLabel A—ILDEKRE emailSeverity
cn2 A—ILDYA X 1511: 30841
cn2Label A—=LDYARX msgSize
cn3 EZBDiESE LEMBRES OIS A
2FRETOTS L
3: F1E URL
LTRBIFAINL
5: & URL
6: RINLA =)L/ T L—A—
)
74wy
8 aAVTUVER
9 EMBA LR AANY b
cn3Label EZERDER emailThreatType
csl A—)LTRE SN T=BEL | 5]: VAN_MALWARE.UMXX|
(OEA:T] FRAUD_PHISHING.WRS
csllabel A—I)LCHRHESIN=EB | emailThreats
OEA:T]
cs2 HRAA—IL®D ID 15l: 6965222B-13A6-
C705-89D4-6251B6C41E03
cs2Label HRAA—ILD ID msgUuid
cs3 A—J)LID i
<20150414032514.494EF 1E9A365@i
nternalbeta.bcc.ddei>
cs3Label A—)LID messageld
deviceGUID FT54F2ADGUID | fl: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536




Syslog AT YTV ELY - TMEF

TMEF &— Bl &
duser A—ILBZIEE 51
userl@example2.com;test@163.co
m
dve FISATUADIPT | :10.1.144.199
KL X
dvchost TFISATUADEKRR k| Hl: localhost
%
dvemac TFTS5AT72VADMAC | fI: 00:0C:29:6E:CB:F9
7 KLA
fileHash SHA-1 f:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EBEOTI7ANEA4T | FLRIFFEY Y TIT7A
fname 727414 5ll: excel.rar
fsize 274N 4A4 X 51: 131372
mailMsgSubject A—ILDH£ {51: hello
rt 045 4B {51l: Mar 09 2015 17:05:21 GMT+00:00
src EETIPZRLR {511: 10.1.144.199
suser A—ILEIEE 51l: user2@example.com
threatName A—LTHERE ENT-ZEL | Hl: VAN_MALWARE.UMXX|
(OEA:T) FRAUD_PHISHING.WRS
7 7 DOH:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161]100131|ATTACHMENT_DETECTION|8|rt=Apr 1
3 2015 16:58:22 GMT+00:00 src=141.251.58.19 cs3lLabel=messageld
€s3=<20150413084922.2052D1E9A066@Internalbeta.bcc.ddei cnllLab
el=emailSeverity cnl=8 mailMsgSubject=phishwatch Digest, Vol 2
933, Issue 13 fileHash=E07B349245FCDDB31CBF5A52012807E955D2EB7
A fileType=Directory act=passed dvchost=internalbeta.bcc.ddei
dvc=10.64.1.131 deviceGUID=034eb532-9318-40d9-b27b-d9feba7c269




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

e duser=userl@domain.com cn2Label=msgSize cn2=1204948 cn3Label
=emailThreatType cn3=4 fname=INSA%20CSIRT-%E3%82%AA%E3%83%AA%E
3%83%91%E3%83%A9.pdf suser=user2@domain.com dvcmac=C4:34:6B:B8
:09:BC csllLabel=emailThreats cs1=VAN_MALWARE.UMXX threatName=V
AN_MALWARE .UMXX cs2Label=msgUuid cs2=ECBC7B7E-1397-3005-94C5-0
BA1DAG913D2

TMEF XX D#&EHO S URL R0

% 5-3. TMEF R DBRH O S URL BRHE RS

TMEF F— Bk =]
Header (logVer) TMEF B8 MD/3—> 3> | CEF:0
Header (vendor) FISATURADRNY Trend Micro
S
Header (pname) FIS5AT7REG Deep Discovery Email Inspector
Header (pver) Zji*fT‘/XG)/(— f5: 5.1.0.1110
vayv
Header (eventid) ZE£ 1D 100132
Header (eventName) SR AR URL_DETECTION
Header (severity) URL DEKXE 41K
6: §
&=




Syslog AT YTV ELY - TMEF

TMEF ¥—

gE-Elil

BH

act

AR OUNE

£i):
analyzed
cleaned up
deleted
delivered directly
encrypted
file sanitized
passed
quarantined
recipient changed
stamped
stripped
subjectsTagged

cnl

A—ILDEKE

41K
6: 4

8 &=

cnllabel

A—ILDEKE

emailSeverity

cn2

A—=ILDYA X

{51: 30841

cn2label

A—=ILDYA X

msgSize




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF & — Bl &
cn3 BEOEE LEHBRETOSS A
2ARETOTS LA
3: AN1E URL
4LREITFAI
5: % URL
6: RINLA =)L/ T L—A—
o
7249wV y
8 aAVTUVER
9 IEMBALAEAANL b
cn3Label ERDIESH emailThreatType
csl A—L TR SN =ZBL | fl: VAN_MALWARE.UMXX|
DE:] FRAUD_PHISHING.WRS
csllabel A—)LCHRHSINEB | emailThreats
(OEA:T]
cs2 #HAA—ILD D {51l: 6965222B-13A6-
C705-89D4-6251B6C41E03
cs2Label #HAA—ILD D msgUuid
cs3 A—JLID 4il:
<20150414032514.494EF 1E9A365@i
nternalbeta.bcc.ddei>
cs3Label A—JLID messageld
deviceGUID FISATVADGUID | f5l: 6B593E17AFBT-40FBBB28-
A4CE-0462-A536
duser FP—ILZEHE i
userl@example2.com;test@163.co
m




Syslog AT YTV ELY - TMEF

TMEF &— Bl &
dve FISAFTUADIPT | :10.1.144.199
KLX
dvchost TFTSATUADEKRR k| Hl: localhost
£
dvemac T T54 T 2AD MAC {51: 00:0C:29:6E:CB:F9
7 FKLR

mailMsgSubject A—ILDH R fl: hello

request URL 5l: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage

re A B {5: Mar 09 2015 17:05:21 GMT+00:00

src

EETIP7RLR

{5: 10.1.144.199

suser A—)LEESE 451l user2@example.com

threatName A—LTERE SN I=ZBL | fl: VAN_MALWARE.UMXX|
OEA] FRAUD_PHISHING.WRS

urlCat hF3y f51: 90: 02

7 DO

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|100132|URL_DETECTION|6|rt=Apr 13 2015

16:58:22 GMT+00:00 src=141.251.58.19 cs3Label=messageId cs3=<2
0150413084922 .2052D1E9A066@1Tnternalbeta.bcc.ddei cnllLabel=emai
1Severity cnl=8 mailMsgSubject=phishwatch Digest, Vol 2933, Is
sue 13 request=http://202.502.27.71:6610/ctldl.windowsupdate.c
om/msdownload/update/v3/static/trustedr/en/disallowedcertstl.c
ab?7f8b3bbc9534919b?7f8b3bbc9534919b act=passed dvchost=intern
albeta.bcc.ddei dvc=10.64.1.131 duser=userl@domain.com cn2Labe
l=msgSize cn2=1204948 cn3lLabel=emailThreatType cn3=4 suser=use
r2@domain.com dvcmac=C4:34:6B:B8:09:BC csllLabel=emailThreats c
s1=VAN_MALWARE .UMXX deviceGUID=034eb532-9318-40d9-b27b-d9feba7
c269e cs2Label=msgUuid cs2=ECBC7B7E-1397-3005-94C5-0BA1DA0913D
2




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF XD 7S5— k045

K54 TMEFEKXDF7S— b0

TMEF &— B 1B
Header (timestamp) TMmm dd hh:mm:ss] 2= | 4l: Dec 5 05:26:45
DA —H LB
Header (host) RAA DIERESEREL | Bl internalAP1
RR LA
Header (logVer) TMEF ¢ D/s—2 3> | CEF:0
Header (vendor) TFISATUADRY Trend Micro
S
Header (pname) TFIZAToRER Deep Discovery Email Inspector
Header (pver) TFISATURMDIN— f51: 5.1.0.1110
o3y
Header (eventid) Z4 1D 300105
Header (eventName) iER ALERT_EVENT
Header (severity) 75— DEKE 2. fF#R
6:EE
8:EX
cnl 75— hDiE%E 0:VARTFLARY b
LEXFaT44_VEEEX
VARV LCDEKRED ME1.
Mo, F1E TE)
2tEFaAVTAARNVEEX
VARV EDEKEN 5]
Ff=l& by
JZEF2VTAARVEEL
VARV EDEKREN 5]
cnlLabel 75— hDIESE ruleEventType




Syslog AT YTV ELY - TMEF

TMEF F— EL [}
csl &% EA f5: 1 or more messages detected
with threats
csllabel SR AR ruleCriteria
cs2 EIT{E 151: 35
cs2Label EITIE eventTriggeredValue
cs3 BHOIVTUY £i:

The following
email messages contain
threats:

Risk: Medium (Malware)
Action: Quarantined
Message ID: <201506190
32243.5923E650365@1loca
lhost.ddei-164>
Recipients: fake@test.
com;test@test.com
Sender: test@fake.test
Subject: high_4_file_
507ECC33FA60979F6B9O7D
84DA47972096185C263
Attachment: 4_file_50
TECC33FA60979F6B97D84
DA47972096185C263 (MIME
Base64)
Detected: 2015-05-25
11:11:00

Alert time: 2015-05-25
11:11:27 +0800
Generated by: localhost.
localdomain (192.168.1.
100)
Management console:
https://192.168.1.100/
loginPage.ddei

HAEIE 20000 XFETT,




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF & — &5 BA &
cs3Label BHOaAVTUY ruleContent
deviceGUID FTS54TF72RADGUID | f5l: 6B593E17AFBT-40FBBB28-
A4CE-0462-A536
dve FISATF7URADIPT | :10.1.144.199
KLZX
dvchost TFIS5AT72RADHRR k| Hl: localhost
%
dvemac T TSAT72ADMAC | fl: 00:0C:29:6E:CB:F9
7 KLR
externalld TS5—hT—2R—Z®D | l: 1648
B4 D
rt 05 4R {5: Mar 09 2015 17:05:21 GMT+00:00
ruleld 75—k ID 1~15 Ml
ruleName TI3— 4 f51l: Security: Suspicious Messages
Identified
= aYR

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1009|300105|ALERT_EVENT|2|rt=Jun 19 2015 03
:22:58 GMT+00:00 cnt=7 deviceGUID=361a091c-addd-40cf-98e7-710e
43500266 ruleld=10 cs2Label=ruleContent cs2=The%20number%200f%
20processed%20messages%20reached%20the%20specified%20threshold
2%20%281%29 .%0A%0AMessages%20processed%3A%207%0AChecking%20inte
rval%3A%200%20minutes%0A%0AAlert%20time%3A%202015-06-19%2003%

A22%3A58%20%2B0000%0OAGenerated%20by%3A%201localhost.ddei-164%20
2%2810.204.253.164%29%0AManagement%20console%3A%20https%3A//10.
204.253.164/loginPage.ddei csllLabel=ruleCriteria csl=At least

1 messages processed dvchost=localhost.ddei-164 dvc=10.204.253
.164 externalld=1694 ruleName=System: Processing Surge dvcmac=
00:50:56:01:2C:BC cnllLabel=ruleEventType cnl=0




Syslog AT YTV ELY - TMEF

TMEF BERXDIRE7F 5S4 Fons: 274

AR B

R 5-5. TMEF B DIRE T S A /O 27 A LBTHARU b

TMEF F— EiEA fi&
Header (timestamp) Mmm dd hh:mm:ss] 4= | f5ll: Dec 5 05:26:45
D A —71 JLEFE
Header (host) FAA EREEFELL |l internalAP1
A R4
Header (logVer) TMEF s/ A\—2 3> | CEF:0
Header (vendor) TFISATUADRY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) FTZ4ATVADIN— {51: 5.1.0.1110
o3y
Header (eventid) Z4 1D 200119
Header (eventName) SiER FILE_ANALYZED
Header (severity) FXE 41K
6:
85
cnl GRID/CSSS M#EH 0:GRID WNEFE L& N TL
A
LGRID NEEF LM LN TLY
%
cnlLabel GRID/CSSS D#ER GRIDIsKnownGood
cn2 ROZ L—F 1 ¥R | #:3
T T 54 FIZ & BEHE
BE=RTHEI—F)
cn2Label ROZ L—T 1 ¥ ROZRating




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF &— Bl G
cn3 PCAP {& FAmT&E 0: PCAP M\ {EFARTRE T ALY
1: PCAP HME AT BE
cn3Label PCAP { FH AT BE PcapReady
deviceGUID F7F54F7ADGUID | f§l: 6B593E17AFB7-40FBBB28-

A4CE-0462-A536

deviceMacAddress

T TS54T7ARD MAC
7KLZR

4511: 00:0C:29:56:B3:57

deviceOSName B RRY I RA A= | fl: win?
DiESE
deviceProcessHash EfId SHA-1 i

A29E4ACATOBEF4AF8CE75AF51032B
6B91572AA0D

A

dvc FTISAF72ADIP7 | 4:10.1.144.199
FLA
dvchost TFTS5AT7VADKRAR b+ | fl: localhost
&
fileHash SHA-1 51
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDT7AINEAT BIRIFFEY kv FTI774L
fname TJ74I% 5l excel.rar
fsize T7A4INY 4R 51l: 131372
malName FAETOTS L% {5: HEUR_NAMETRICK.A
pComp BTV /avR— | Sandbox

rt

paxilis#

{5: Mar 09 2015 17:05:21 GMT+00:00

v 7 OH:




Syslog AT YTV ELY - TMEF

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|200119|FILE_ANALYZED|3|rt=Apr 13 2015
08:58:20 GMT+00:00 pComp=Sandbox dvc=10.64.1.131 dvchost=inter
nalbeta.bcc.ddei deviceMacAddress=C4:34:6B:B8:09:BC deviceGUID
=034eb532-9318-40d9-b27b-d9feba7c269e fname=INSA CSIRT-example
.pdf fileHash=E07B349245FCDDB31CBF5A52012807E955D2EB7A malName
=VAN_MALWARE .UMXX fileType=Adobe Portable Document Format (PDF)
fsize=875029 deviceOSName=win8len cnllLabel=GRIDIsKnownGood cn
1=-1 cn2Label=R0ZRating cn2=3 cn3Label=PcapReady cn3=1

TMEF KX DIRE 7 F 54 o045 URL 5T A

N>k

% 5-6. TMEF R RXDEBET7 54 PO T URL A R b+

TMEF &— B fiE

Header (timestamp) I'Mmm dd hh:mm:ss] ¢ = | 45l: Dec 5 05:26:45
DA —H LB

Header (host) RAA DIERESERL | Bl internalAP1
KRR k4

Header (logVer) TMEF ¢ D/N—< 3> | CEF:0

Header (vendor) TFISATUVADRY Trend Micro
a—

Header (pname) TFIZAToRER Deep Discovery Email Inspector

Header (pver) TFISATUADIN— {51: 5.1.0.1110
a3y

Header (eventid) Z4 1D 200126

Header (eventName) SiER URL_ANALYZED

Header (severity) EXE 41K

6: 4




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF &— Bl G
cn2 ROZ L—T 1 25 (RE | #H:3
T+ 54 Y&k BHEHHE
RERTHNEI—F)
cn2Label ROZ L—T 1Y ROZRating
cn3 PCAP { FARI&E 0: PCAP AMEFARIBE T AR LY
1: PCAP AME AT &8
cn3Label PCAP {§ F AT &E PcapReady
deviceGUID FF54TADGUID | f§l: 6B593E17AFB7-40FBBB28-

A4CE-0462-A536

deviceMacAddress

T IS4 T 2AD MAC
7KELXR

4511: 00:0C:29:56:B3:57

deviceOSName B RRY I RA A= | fl:winT
DiELE
deviceProcessHash L0 SHA-1 fi:

A29E4ACATOBEF4AF8CE75AF51032B
6B91572AA0D

dvc FISAT7VADIPT | $:10.1.144.199
FLR
dvchost TFFTSAT72URADKRAR b+ | fl: localhost
&
fileHash SHA-1 51
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
pComp BHETYPr/avR— | Sandbox
A
request URL 5: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
rt SRR {51: Mar 09 2015 17:05:21 GMT+00:00

o 7 DOfF:




Syslog AT YTV ELY - TMEF

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|200126|URL_ANALYZED|3|rt=Apr 13 2015 0
8:24:46 GMT+00:00 pComp=Sandbox dvc=10.64.1.131 dvchost=intern
albeta.bcc.ddei deviceMacAddress=C4:34:6B:B8:09:BC deviceGUID=
034eb532-9318-40d9-b27b-d9feba7c269e request=http://www.castel
ir.it/take/Small-9422.html fileHash=6389250B8468C46443FD775F6E
B744D6105B8DF3 deviceOSName=xpsp3en cn2lLabel=ROZRating cn2=3 c
n3Label=PcapReady cn3=1

TMEF B DRB 7 54 Fomns: & L 0VEHE

uBa Ay

K517 TMEF BXDEET7FSA O ELWVEEARV

TMEF & — &5 BA &
Header (timestamp) I'Mmm dd hh:mm:ss] ¢ = | 45l: Dec 5 05:26:45
O O—71 )L

Header (host)

FAAS UBEREEFEHL
RA R4

f5l: internalAP1

Header (logVer) TMEF s D/N—2 3> | CEF:0
Header (vendor) TFISATRADRNY Trend Micro

F—
Header (pname) FISAT7UREG Deep Discovery Email Inspector
Header (pver) 27347>X(D/(— {5: 5.1.0.1110

vav
Header (eventid) E4 D 200127
Header (eventName) SRER NOTABLE_CHARACTERISITICS
Header (severity) FXE 41K

6:




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF ¥—

A

[}

deviceGUID

7754 T 2AD GUID

151: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS54T72AD MAC
7RELZR

{51: 00:0C:29:56:B3:57

deviceOSName

B RRy R A=
DiEE

51l: win7

I

dvc FIZATVADIPT | {1:10.1.144.199
LR
dvchost TFIS5A4AT72RADKRR b+ | fl: localhost
%
fileHash SHA-1 fi:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDIT7AINEAT BI:RIFFEY kv FTo74L
fname T74ILE 451l: excel.rar
fsize T7ANLY4A4 R f51l: 131372
msg S {l: s1.bdstatic.com
pComp BHET P /avR— | Sandbox

rt

parilic#

5 Mar 09 2015 17:05:21 GMT+00:00

ruleCategory

BRARY—4£

f5l: Internet Explorer Setting
Modification

ruleName

BRARY O

fi: Modified important registry
items

1 7 Dl

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|200127 |NOTABLE_CHARACTERISTICS|6|rt=Ap
r 13 2015 08:24:46 GMT+00:00 pComp=Sandbox dvc=10.64.1.131 dvc
host=1internalbeta.bcc.ddei deviceMacAddress=C4:34:6B:B8:09:BC




Syslog AT YTV ELY - TMEF

deviceGUID=034eb532-9318-40d9-b27b-d9feba7c269e fname=http://w
ww.castelir.it/take/Small-9422.html fileHash=6389250B8468C4644
3FD775F6EB744D6105B8DF3 fileType=URL fsize=0 ruleCategory=Susp
icious network or messaging activity ruleName=Queries DNS serv
er msg=sl.bdstatic.com deviceOSName=xpsp3en

TMEF ERXDRBE 7 FSAFomOs 85U X +
ST 3 AR B

£ 5-8. TMEF BKXDEBT7FSAPRHOT BT IR SOOI a0/ RU b

TMEF F— Bk =]
Header (timestamp) Mmm dd hh:mm:ss] 23 | f5ll: Dec 5 05:26:45
M B0— A ILEFRE
Header (host) KA ViEREEEAL | internalAP1
KRR M4
Header (logVer) TMEF B D/3—> 3> | CEF:0
Header (vendor) 2754 TIOADRY Trend Micro
Header (pname) FITS5AT7oREG Deep Discovery Email Inspector
Header (pver) Zﬁ%»f?‘zza)/(— {5: 5.1.0.1110
vay
Header (eventid) Z4 1D 200120
Header (eventName) SR AR DENYLIST_CHANGE
Header (severity) BEXE 41K
6: #
8=
act AR ONE Add

Remove




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF F— EL [}
csl EEYR FDIESE Deny List IP/Port
Deny List URL
Deny List File SHA1
Deny List Domain
csllabel EEYY X FDFEE type
deviceExternalRiskType JRI LR 1K
2:th
3:E

4LERINEFETOTS A

deviceGUID

FTSAT2UARD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS54F72AD MAC
7 RKLR

5: 00:0C:29:56:B3:57

dhost EEXERRXE {5l: dhost1
dpt EIEZKR—F 0~65535 DB
dst EEXPFZRLR {511: 10.1.144.199
dve FTTIS5AT7VADIPT | $51:10.1.144.199
KLX
dvchost FTSATUADKRR k| Bl: localhost
%
end LAR— & TEZ 5: Mar 09 2015 17:05:21 GMT+00:00
fileHash SHA-1 4:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
pComp BRHT>Pr/arR— | Sandbox




Syslog AT YTV ELY - TMEF

TMEF & — &5 BA fiE
request URL 5: http://www.rainking.net/?
utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage
rt m R 357:37] {51: Mar 09 2015 17:05:21 GMT+00:00
= 7 DA

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|200120|DENYLIST_CHANGE|3|rt=Apr 14 201
5 10:25:24 GMT+00:00 pComp=Sandbox dvc=10.64.1.131 dvchost=1int
ernalbeta.bcc.ddei deviceMacAddress=C4:34:6B:B8:09:BC deviceGU
ID=034eb532-9318-40d9-b27b-d9feba7c269e csllLabel=type csl=Deny
List File SHAl1 end=May 14 2015 09:59:20 GMT+00:00 act=Add fil
eHash=522A90D077884E880A454A4D8E1A315FCE36BB12 deviceExternalR

iskType=High

TMEF 6 XD A v E—TEEHO Y

K59 TMEF RO A vE—TBEOY

TMEF ¥— Bl fiE

Header (timestamp) IMmm dd hh:mm:ss] fi¢ = | 45l: Dec 5 05:26:45
DA —H LB

Header (host) RAA DIERESERL | Bl internalAP1
KRR L4

Header (logVer) CEFkD/N\—2a > 1.0

Header (vendor) TFISATVRADRNY Trend Micro
a—

Header (pname) TFIZAToRER Deep Discovery Email Inspector

Header (pver) TFITSATUADIN— {51: 5.1.0.1110
ay

Header (eventid) EZ4 1D 100136




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF F— B fiE
Header (eventName) SR AR MESSAGE_TRACKING
Header (severity) A—ILDEKE 2: ERAART
2: REFAh
2: 5%
41K
6: &
85
dvc FISATURADIPTY | il
FLR
IPV4:192.168.10.1
IPv6:2620:0101:4002:0401::131
dvcmac T IS4 T 2AD MAC 151]: 00:0C:29:6E:CB:F9
7 KLR
dvchost FTS5AT7ADEKRRX k| l: localhost
e
deviceGUID FFTS5A4T72UADGUID | f5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
rt 04 4 B f51: Mar 09 2015 17:05:21 GMT+00:00
(UTC time)
csllabel A—=ILIDDIANIL messageld
csl A—JLID 51
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
cs2Label HAA—=ILDOIDDFA | msgUuid
1%
cs2 #HRA—IL®D ID {51l: 6965222B-13A6-
C705-89D4-6251B6C41E03
suser A—ILEEE 5l: user2@example.com




Syslog AT YTV ELY - TMEF

TMEF F— B fiE
duser A—ILZEE 451):
userl@example2.com;test@163.co
m
mailMsgSubject A—ILDH4£ 45: hello

reason Javyv s uBEnER f5l: Timeout period expired
cs3Label RFDAT—ER latestStatus
cs3 30 Deleted
Delivered
Delivery unsuccessful
Processing completed
Quarantined
Recipient changed
src BETIPT7 LR fAil: 10.1.144.199
cs4Label EEFEDA—ILT FLR | senderMail
DN
cs4 BEEFEDA—ILT FL R | #l: useri@example.com
cs5Label ZEBEDA—ILT FLX | rcptMail
(O3 2a9]%
cs5 ZEFEDA—ILT FLR | fl: user2@example.com

deviceTranslatedAddress

JL—MTADIPT7 KL
A

5l: 204.92.31.146

cselabel

NEBEEDS AN/

procHistory

cs6

032 R R

Bl: T84 RDEFT LI LE, f2
K "FALREZ VT 1B 1,24
LRABRT 2B, . B4 LR
&2 niniEn"

7 7 D
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May 15 16:08:12 internalbeta CEF:0|Trend Micro|Deep Discovery
Email Inspector|3.1.0.1154|100136|MESSAGE_TRACKING|2|rt=May
15 2018 08:02:50 GMT+00:00 src=199.59.150.74 deviceGUID=67067
637-acbf-46de-a22d-be8d0d976cd5 cs6lLabel=procHistory cs6=May
15 2018 08:02:50 GMT+00:00 Received,May 15 2018 08:02:51 GMT+
00:00 Sent for analysis,May 15 2018 08:07:52 GMT+00:00 Action
set to 'pass',May 15 2018 08:07:52 GMT+00:00 Processing comp
leted mailMsgSubject=BBC News (World)"US to open controversi
al Jerusalem embassy" deviceTranslatedAddress=199.59.150.74 d
vchost=1internalbeta.bcc.ddei dvc=10.64.1.131 duser=userl@doma
in.com csllLabel=messageld cs1=20180515080250.DEDC168349ECR@int
ernalbeta.bcc.ddei cs4lLabel=senderMail cs4=info@twitter.com c
s5Label=rcptMail cs5=user2@domain2.com suser=n066660a6ef-3786
c6192ef34d49a9435fb49c655529-user2\=\=\=domain2.com@bounce. tw
itter.com dvcmac=EC:F4:BB:DE:E5:30 cs3Label=latestStatus cs3=
Processing completed cs2Label=msgUuid cs2=105D32B1-6C3A-0705-

954B-563DDB1B5714

TMEF e DEEEFE 7« ILZ RO

T 5-10. TMEF TS DEEH T 1 LA /RO S

TMEF ¥£— BTLL] fi&

Header (timestamp) Mmm dd hh:mm:ss] 23 | f5ll: Dec 5 05:26:45
DA —HJ)LEERE

Header (host) RAAVIBREESEGL | Bl internalAP1
KRR b4

Header (logVer) CEFBRD/NN—T 3> 1.0

Header (vendor) TFISATUVADRY Trend Micro
H—

Header (pname) FIS5AT7REE Deep Discovery Email Inspector

Header (pver) TFISATIRDIN— f51: 5.1.0.1110
o3y

Header (eventid) Z4 D 100137




Syslog AT YTV ELY - TMEF

TMEF &— Bl &
Header (eventName) SR AR SENDER_FILTERING
Header (severity) A—ILDEKXE 2
dve FISATUVADIPTY | il
KLX
IPV4:192.168.10.1
IPv6:2620:0101:4002:0401::131
dvemac T T547T7 AD MAC {511: 00:0C:29:6E:CB:F9
7KFLXR
dvchost TFISATUADEKRR k| Hl: localhost
£
deviceGUID FTS5A4AF72ADGUID | f5l: 6B593E17AFB7-40FBBB28-

A4CE-0462-A536

rt

=Rk 354537

5] Mar 09 2015 17:05:21 GMT+00:00
(UTC time)

deviceTranslatedAddress

JL—MTADIPT7 KL
A

51: 204.92.31.146

suser A—ILEIEE 5ll: user2@example.com

duser A—ILRIEE IR
userl@example2.com;test@163.co
m

cnllabel AR FDEED T AL | eventType




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF & — &5 BA &
cnl AR LDFESE . LA—J)LLEaTF—L3y

2T4LY FYN—RX K
E (DHA) H 5> D1RE

BN URA—LREN LD
R

4:SMTP 574w ROy
K2 S(IPF7 KLR)

5:SMTP b3 74 w9 XB Y
KOG (A—ILT FLR)

6: SPF

7: DKIM
8: DMARC

act AR FDILIE - 2—EMIZTOvY
3}FEIZTavY

cn2Label EIEBDFEERDS A | rfcResult
L

cn2 EEFEORER - 1:None

2: Pass

3: Neutral

4: SoftFail

5: Fail

6: TempError

7: PermError

reason Joy o aBnEh {5: No DNS txt record

v 7 OH:

May 15 16:08:12 <internalbeta CEF:0|Trend Micro|Deep Discovery
Email Inspector|3.1.0.1147|100137|SENDER_FILTERING|2|rt=May 1
5 2018 08:20:01 GMT+00:00 cnllLabel=eventType cnl=7 cn2Label=




Syslog AT YTV ELY - TMEF

rfcResult cn2=5 deviceTranslatedAddress=10.206.155.122 dvchost
=localhost.localdomain dvc=10.206.155.128 act=2 duser=userl@do
main.com reason=102 deviceGUID=15129231-f1dc-4941-8014-1al1b9fb
c9253 suser=userl@domain2.com dvcmac=00:0C:29:8D:2E:74

TMEF B RXFL0%Y

51N IMEF RO R FLO5

TMEF ¥— B fi&
Header (timestamp) IMmm dd hh:mm:ss] 23 | f5ll: Dec 5 05:26:45
D H—HILEERE

Header (host)

FALVBEREEEAL
RR M4

451l: internal AP1

Header (logVer) TMEF B ®D/3—> 3> | CEF:0
Header (vendor) TFISATUVARADRNY Trend Micro
H—
Header (pname) FISAT7REE Deep Discovery Email Inspector
Header (pver) ?7"547‘/7&0)/(— 51: 5.1.0.1110
vay
Header (eventid) Z4£1D 300102 (PRODUCT_UPDATE)
300999 (SYSTEM_EVENT)
Header (eventName) SR AR PRODUCT_UPDATE (300102)
SYSTEM_EVENT (300999)
Header (severity) BEXE 41K
6: tf
8=
cnl AR MID SYSTEM_EVENT 20000-39999

PRODUCT_UPDATE
10000-19999




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF & — &5 BA &
cnllabel AR MID operationld
deviceGUID T TSAT2UADGUID | f5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
dve FISAT7URADIPT | f:10.1.144.199
KLZX
dvchost TFIS5AT72RADHRR k| Hl: localhost
%
dvemac FFTS5A4T72ADMAC | l: 00:0C:29:6E:CB:F9
7ELR
msg AR ~OFH {5l: Scheduled update - Unable to
download Script Analyzer Pattern.
rt 05 4R {51: Mar 09 2015 17:05:21 GMT+00:00
|=2747pY1R

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Ema
il Inspector|2.5.1.1161|300999|SYSTEM_EVENT|3|rt=Apr 13 2015 0
9:31:08 GMT+00:00 dvcmac=C4:34:6B:B8:09:BC deviceGUID=034eb532
-9318-40d9-b27b-d9feba7c269e cnllLabel=operationId cnl=30000 ms
g=Login: 'admin' logged on from 10.204.253.21 dvchost=1internal
beta.bcc.ddei dvc=10.204.253.163

TMEF F6=X @ Time-of-Click 7OF4 <3 >vn4

& 5-12. TMEF B2 D Time-of-Click 7AFT4 > 3>0%

TMEF ¥— EiEA fiE
Header (timestamp) I'Mmm dd hh:mm:ss] f¢ = | f5l: Dec 5 05:26:45
DO—hILEEE
Header (host) RAA ViEsREEEALY | Fl:internalAP1
R M4




Syslog AT YTV ELY - TMEF

TMEF F— B fiE
Header (logVer) TMEF ¢ D/N—2 3> | CEF:0
Header (vendor) TFISATVRDRNY Trend Micro
H—
Header (pname) TFIZAToRER Deep Discovery Email Inspector
Header (pver) TFITSATUADIN— {51: 5.1.0.1110
ay
Header (eventid) EZ4 1D 100139
Header (eventName) SRER CTP_DETECTION
Header (severity) A—ILDEKE 2: REHE
41K
6: 4
8: 5
deviceGUID FTSA4TADGUID | #l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
dvc FTIS2AF72ADIP7 | 11:10.1.144.199
FLR
dvchost TFTS5A4T7ADKRR k| Hl: localhost
&
dvcmac FTSATUADMAC | l: 00:0C:29:6E:CB:F9
7 ELR
rt A & B {51 Mar 09 2015 17:05:21 GMT+00:00
request URL 5: http://www.rainking.net/?

utm_campaign=4-21-2014 |http://
images.rainking.net/eloquaimage




Deep Discovery Email Inspector Syslog A>TV YI v EV T HA K

TMEF F— B fiE
act AR bDIE fi:
blocked
warned_and_stopped
warned_but_accessed
mailMsgSubject A—ILDH% 51: hello
csl A—=LDAvE—IID | Bl
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
csllabel A—=ILDAytE—ID messageld
DN
cs2 EEBEDA—ILT KL R | fl: useri@example.com
cs2Label EEBDA—ILT FL R | senderMail
DN
cs3 ZEBEDA—ILT FLR | fl: user2@example.com
cs3Label ZEFEDA—ILT FLR | rcptMail
DN
cs4 URL 7 V) v ORI {l: Mar 09 2015 17:05:21 GMT+00:00
cs4label URLZ 1) v DBEED S | timeOfClick
N
suser A—ILEEE 5l: user2@example.com
duser rA—ILRIEE 151
userl@example2.com;test@163.co
m
7 7 DO

Dec 16 06:42:06 ddei-172 CEF:0|Trend Micro|Deep Discovery
Email Inspector|5.1.0.1110|100139|CTP_DETECTION|8|rt=Dec
16 2020 06:30:08 GMT+00:00 cs2Label=senderMail cs2=tarek

@test.com deviceGUID=2bcbcc98-3f99-40e3-864f-e5f102511631

mailMsgSubject=syslog - ctp request=http://g9yxzah7yu23n




Syslog AT YTV ELY - TMEF

.com suser=tarek@test.com dvchost=ddei-172 dvc=10.204.63.
172 duser=ddei_testl@demo.com cs3Label=rcptMail cs3=ddeii_
testl@demo.com csllabel=messageld cs1=2020121613571222594
383@test.com act=blocked dvcmac=00:50:56:A7:D9:FD cs4lLabe

1=timeOfClick cs4=Dec 16 2020 06:40:11 GMT+00:00

MTA O 4

MTA & 7D Syslog 2> 7 >V~ v BV Z1E#RIZH Y ¥ A, Deep

Discovery Email Inspector (XA T.0> MTA 7 7' % Syslog ¥ — /N IZ E #2124
LET,

27 D

i

]

04-27-2018 09:57:51 Mail.Info 10.206.155.128 Apr 27 09:57:
51 localhost postfix/smtpd[19318]: proxy-accept: END-OF-ME
SSAGE: 250 2.0.0 Ok: queued as DEC594A7815; from=<userl@do

mainl.com> to=<user2@domain2.com> proto=SMTP
helo=<test.com>
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