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Syslog AV F YTV ETY -CEF

CEF EXDEET7F Ao EBFIVXMFF Y

HFHoa3 4Rk

R2LCEFBADIET YR M LI UHFI 304 R b

CEF ¥— B f&

Header (logVer) CEFiekD/N—a > CEF: 0

Header (vendor) TFISATUADARUA | Trend Micro

Header (pname) FISAT7oREG Deep Discovery Director

Header (pver) Zji'fT‘/Xd)/(— {51: 5.3.0.1212

vav

Header (eventid) ARV MID 200120

Header (eventName) SR AR Deny List updated

Header (severity) BEXE 3 (EEE)

act ARy DN Add
Remove

csl T Deny List IP/Port
Deny List URL
Deny List File SHA1
Deny List Domain

csllabel T8 type

cs2 YR LA Low
Medium
High

cs2Label YR LA RiskLevel

deviceExternalld

FTSAT2UAD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
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CEF ¥— Bkl &

dhost EEXRRAE {5l: dhost1

dpt EEXRR—F 1~65535 D1E

dst EEXPFZRLR {5: 10.1.144.199

dve FISATUADIPT | $:10.1.144.199
KLX

dvchost T TISATUADEKRR k| Hl: localhost
£

dvemac TFTS5AT72VADMAC | f: 00:0C:29:6E:CB:F9
7 RLXR

end LAR— MR T EZ {51l: 1593761104300

B UNX 2L LRE Y
J(970F 1818
(UTO) M 5D 1) FhR)

fileHash SHA-1 £i:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3

request URL f51l: http://1.2.3.4/query?term=value

rt S HTEEZ f4il: 1593761104000

B UNIX 2 A LRA Y
J(1970&F& 1A 18
(UTC) MM 2 1) #08R)

v 7 OH:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|200120 |Deny List updated|3|rt=1593761104000 d
vc=192.168.156.239 dvchost=ddd3-239 dvcmac=00:0c:30:05:a0:8b d
eviceExternalId=FA68DBC5-D354-444C-A834-60352F1A4027 csllLabel=
type csl=Deny List Domain end=1593761104300 act=Add dhost=mt6x
.ejvu50k.6x.0rg cs2lLabel=RiskLevel cs2=Medium
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CEFeXnBREO Y

T 22.CEFRRXDERRQDY

CEF ¥— B f&
Header (logVer) CEFiekmD/N—a > CEF: 0
Header (vendor) TFISATUADARUA | Trend Micro
Header (pname) FISAT7oREG Deep Discovery Director
Header (pver) Zji'fT‘/Xd)/(— {51: 5.3.0.1212
vav
Header (eventid) AR RID f51: 8
Header (eventName) sREA {5: Packed executable file copied to
a network administrative share

Header (severity) EXE 2: &R

41K

6: 8

85
act ARV FDWE blocked

not blocked
app Jokan B: HTTP
c6al BT AZF IPve f5ll: 2001:0:0:1::21
c6allabel EBTARE PG InterestedIPvé
c6a2 EETIP6 7 KL X f5il: 2001:0:0:1::21
c6a2label BEETIPG 7 KLR BEIETIP6 7 FLR
c6a3 EELIPV6e 7 FLR f5il: 2001:0:0:1::21
c6a3Label BEIELIPVET FLR EIELIPVET FLR
c6a4 E7IPv6 7 FLR f51: 2001:0:0:1::21
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CEF ¥— B [}

c6a4label E7 IPv6 7 LR Peer|Pv6

cat AR EDATIY 451): File

cnt B fi: 1

enl CCCA D&M 0FRIF1

cnllabel CCCA D&t CCCA_Detection

cn3 EHOER 0~4 DIE
GFEHIVTFIY
L RELEME
2: FEEE
BtEFa T 4R—ILER
4 L—9zx7T

cn3Label ZROESE ThreatType

csl A—ILDH£ 151: hello

csllabel A—=ILDH£ MailSubject

cs2 FETOTS L% fl: HEUR_NAMETRICK.A

cs2Label RETOTS L% DetectionName

cs3 KRR 4 f5il: CLIENT1

cs3Label KRR+ HostName_Ext

cs4 T—hATRADT 74 I | Hl: mtxlegih.dll

%
cs4label g—ﬁ’f JTHN® 7 74 )L | FileNamelnArchive
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;E-Hlil
[mt

BA f
cs5 CCCA R T DIRH T 451):

CEF ¥ —

GLOBAL_INTELLIGENCE
VIRTUAL_ANALYZER
USER_DEFINED

cs5Label CCCA BV D& T CCCA_DetectionSource
cs6 MBI R

Intelligence Gathering
Point of Entry

Command and Control
Communication

Lateral Movement

Asset and Data Discovery
Data Exfiltration

Nil (229 2B L)

cs6Label B L e pAttackPhase

destinationTranslatedAddr | E7 IP 7 FL X 5: 10.1.144.199
ess

deviceDirection N7y bDAMR 0. 1, =& 2

0: IEIETTHYHMED
1 RS T NER
2: 8

deviceExternalld T7TSATUADGUID | fl: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536
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CEF ¥— Bkl &
devicePayloadld PRARATBEI R T 4 —IL K, | Al
F2=K: {threat_type}: PCAP 7 7 A LGS N B
{log_id}:{with pcap file 55 2:10245:P
tured}{:extensi * .
capturedjizextensions} PCAP 7 7 1 LHRF SN
LM S 2:10245:
dhost EIEXRR & 451: dhost1
dmac E{E 5% MAC {1: 00:0C:29:6E:CB:F9
dpt EEERR—F 1~65535 Dl
dst EEEXIPTRLR {51: 10.1.144.199
duser A—ILRIEE 5l: duserl
dvc FISAT7RADIPT | 4:10.1.144.199
KLZR
dvchost FTS5ATUADKRR k| Hl: localhost
%
dvcmac T TS54F72ARD MAC 151]: 00:0C:29:6E:CB:F9
7ERLR
fileHash SHA-1 1
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
filePath T7AIISR {51l: SHARE\\
fileType EEDT7AILEA4 T | $l: 1638400
flexNumber1 vLANId 511: 4095
flexNumberlLabel vLANId vLANId
fname 27414 5l: excel.rar
fsize 2744 X 51:131372
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CEF ¥— B7L G
oldFileHash A—LLHEFT 7LD f1:
SHA-1 1EDD5B38DE4729545767088C5CAB
395E4197C8F3
oldFileName A—ILHETFAILE f51: excel.rar
oldFileSize A—ILERF T 7 4 ILDY | $l: 150000
4R
oldFileType A—ILHEAFT7AILDAE | $l: 1638400
147
requestClientApplication | 1—HI—Jz > b+ fil: 1

request URL 51l: http://1.2.3.4/query?term=value
rt =Rk 35437 f5l: 1593761104000
B UNX B A LREZ Y
J(970&F1A1H
(UTC) MM = 1) F03h)
shost EETKRR b {51: shost1
smac E{ETT MAC 45il: 00:0C:29:6E:CB:F9
sourceTranslatedAddress | FBTREIP f51: 10.1.144.199
src BETIP7FLR f5il: 10.1.144.199
spt EfETR— bk 1~65535 D&
suid a1—H4 f51: User1
suser A—ILEEE 45 suserl
& 7 O

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|0|Eicar_test_file - HTTP (Response) |8|dvc=172
.22.9.32 dvcmac=00:50:56:AD:03:BD dvchost=1localhost deviceExte
rnalId=E9A3FA433916-4738984C-A4BF-84A0-D603 rt=1593761104000 a
pp=HTTP deviceDirection=1 dhost=172.22.9.5 dst=172.22.9.5 dpt=
57908 dmac=00:50:56:82:e7:a9 shost=172.22.9.54 src=172.22.9.54
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spt=80 smac=00:50:56:82:c6:ae cs3Label=HostName_Ext cs3=172.22
.9.54 cs2lLabel=DetectionName cs2=Eicar_test_file fname=eicarco
m2.zip fileType=262340608 fsize=308 requestClientApplication=W
get/1.12 (linux-gnu) act=not blocked cn3Label=Threat Type cn3=
0 destinationTranslatedAddress=172.22.9.5 fileHash=BEC1B52D350
D721C7E22A6D4BB0OA92909893A3AE cs4lLabel=FileNameInArchive cs4=e
icar.com sourceTranslatedAddress=172.22.9.54 cnt=1 cat=Malware
cs6lLabel=pAttackPhase cs6=Point of Entry flexNumberllLabel=vLAN
Id flexNumberl=4095 request=http://172.22.9.54/eicarcom2.zip d
evicePayloadId=0:143:P

CEF BEXDEFET7T TV Sy— 30y

R 23 CEFRADEFET7 IUr—>avny

CEF ¥— B 1
Header (logVer) CEFEXD/\—2a > CEF: 0
Header (vendor) FTISATUADARUA | Trend Micro
Header (pname) TFISAT7URER Deep Discovery Director
Header (pver) Zji*fT‘/XG)/(— {5: 5.3.0.1212

vav

Header (eventid) ARV MID 100120
Header (eventName) SR AR Deep Discovery Inspector [Z& U) |

70O FINLDEBRTRAY b
J—) TCHREIhFELT,

Header (severity) EFXE . 2 1ERR
41K
6: Ff
8=

app Jokan fl: HTTP

c6al FBETAREIPve {511: 2001:0:0:1::21
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CEF ¥— A [}
c6allabel EBTARE PV InterestedIPv6
c6a2 BEETTIPVE 7 KL R f5il: 2001:0:0:1::21
c6a2Label EETIPVe 7 FLR EETIPVe 7 FLR
c6a3 EELIPV6 7 FLR f51: 2001:0:0:1::21
c6a3Label EIEELIPE T LR EIEELIPV6E T FLR
c6a4 E7 IPv6 7 FLX f: 2001:0:0:1::21
c6a4label E7IPv6e 7 FLR PeerlPv6
cnt B PeerlPv6
cn3 BRDIER 6
cn3Label BRDIER ThreatType
destinationTranslatedAddr | E7 IP 7 KL X f51: 10.1.144.199

ess

deviceDirection

N7y CDAR

0. 1, Ff=(F2
0: ES TR
1 X ETAINER
2: 785

deviceExternalld

77547 2ADGUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

devicePayloadld PRARATBER R 7 4 —IL K, | 3l
F2=K: {threat_type}: PCAP T7AILHREEIND
{log_id}:{with pcap file 4:2:10245:P
captured}{:extensions} PCAP T 7 A LA BRI = 7
LMEE:2:10245:
dhost EEXRRX B 451: dhost1
dmac E{E5E MAC 181: 00:0C:29:6E:CB:F9
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CEF ¥— Bkl &

dpt BEERR—F 1~65535 DIl

dst EEXP7RLR {5: 10.1.144.199

dve FISATUADIPT | :10.1.144.199
KLX

dvchost TFISATUADKRR k| Hl: localhost
£

dvemac TFTS5AT72VADMAC | fl: 00:0C:29:6E:CB:F9
7KLR

flexNumberl vLANId 151: 4095

flexNumberlLabel vLANId vLANId

rt 05 4R {51l: 1593761104000

Bz UNIX 2 A LRA Y
J(1970F 1818
(UTC) MBS M = 1) 7h3h)

shost EETRR M f51l: shost1

smac HE{ETT MAC f81l: 00:0C:29:6E:CB:F9
sourceTranslatedAddress | EBTRE IP {51: 10.1.144.199

spt EETR—F 1~65535 D1E

src EETIPT7FLR fAil: 10.1.144.199

= 7 O

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|100120 |Deep Discovery Inspector detected the
protocol 1in your monitored network.|2|dvc=172.22.9.32 dvcmac=0
0:50:56:AD:03:BD dvchost=localhost deviceExternalId=E9A3FA4339

16-4738984C-A4BF-84A0-D603 rt=1593761104000 app=eDonkey device
Direction=1 dhost=10.1.100.223 dst=10.1.100.223 dpt=4662 dmac=
00:0c:29:a7:72:74 shost=10.1.117.231 src=10.1.117.231 spt=3993
3 smac=00:30:da:2d:47:32 cn3Label=Threat Type cn3=6 sourceTran
slatedAddress=10.1.117.231 destinationTransla tedAddress=10.1.




Syslog AT YT YELY - CEF

100.223 cnt=1 flexNumberllLabel=vLANId flexNum berl1=4095 device
PayloadId=6:11:P

CEF XD Web LEAT— 3004

K2-4.CEFEXD Web LEaAT— a0y

CEF ¥— B ]
Header (logVer) CEFxXD/\—2a > CEF: 0
Header (vendor) TFTISATUADARUA | Trend Micro
Header (pname) FTSAT7oREG Deep Discovery Director
Header (pver) Zjifr?‘/za)/{— 5: 5.3.0.1212
vav
Header (eventid) AR KID 100101
Header (eventName) SR AR {5: Dangerous URL in Web
Reputation Services database -
HTTP (Request)
Header (severity) BEXE < 2 1EER
41K
6: &
&=
app Joran fBl: HTTP
c6al BT RE IPve f5: 2001:0:0:1::21
c6allabel EBTARE PV InterestedIPv6
c6a2 EETIPV6 7 KL R f5il: 2001:0:0:1::21
c6a2label EETIPVe 7 FLR EETIPVe 7 FLR
c6a3 EEEXIPGT FLR 45i: 2001:0:0:1::21
c6a3lLabel BEEXIPG T KLR BEEXIP6 T FLR




Deep Discovery Director Syslog AT YRy EV S HA K

CEF ¥— B [}

c6a4 E7IPv6e 7 FLR f51: 2001:0:0:1::21

c6adlabel E7 IPv6e 7 KL R PeerlPv6

enl CCCA D&M 0FfF1

cnllabel CCCA D&t CCCA_Detection

cn2 237 4 49

cn2label A7 WRSScore

cn3 BROESE fil: 5

cn3Label BROESH ThreatType

csl A= DA {51: hello

csllabel A—ILDHA MailSubject

cs2 AT3Y {5 Gambling

cs2Label hT3y URLCategory

cs3 KRR+ {5l CLIENT1

cs3Label KRR b4 HostName_Ext

cs4 WM Intelligence Gathering
Point of Entry
Command and Control
Communication
Lateral Movement
Asset and Data Discovery
Data Exfiltration
Nil GZE T 2HREBERREGL)

cs4label WS pAttackPhase

destinationTranslatedAddr | E7 IP 7 FL X f51: 10.1.144.199

ess




Syslog AV F YTV ETY -CEF

CEF ¥ —

A

deviceDirection

Iy FDAR

0. 1, F7=(F2
0: ESTTHVIMED
1 XS TTANER
2: 8

deviceExternalld

FTSAT2UARD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

devicePayloadId JEARATRERE T 4 —IL K, | #l:
f2=K: {threat_type}: PCAP 7 7 4 LHERIGF S D
{log_id}:{with pcap file 58:2:10245:P

tured}{:extensi * .
capturedj{:extensions} PCAP 7 7 A LHNIF S AL
M5 & 2:10245:

dhost EIEXRRR & 51l: dhost1

dmac %1558 MAC {1: 00:0C:29:6E:CB:F9

dpt EEXR—F 1~65535 D&

dst BEEXIPTEFLR {51: 10.1.144.199

duser A—ILZEHE 5l: duser1

dvc FTISAFTADIP7 | 41:10.1.144.199
FLZA

dvchost T IS5AT7ADKRR k| l: localhost
e

dvcmac T FTS54T2ARD MAC 151: 00:0C:29:6E:CB:F9

7 ELZR

flexNumberl vLANId {51: 4095
flexNumberllLabel vLANId vLANId
request URL {5: http://1.2.3.4/query?term=value

requestClientApplication

aA—4HI—Sv b

fl: 1E




Deep Discovery Director Syslog AT YRy EV S HA K

CEF ¥ —

A

[}

rt

=Rk 354537

B UNXZA LRE Y
J(970F 1818
(UTO) M 5D 1) FhER)

{5l: 1593761104000

shost EETHRX M {5: shost1
smac %15 7T MAC {51: 00:0C:29:6E:CB:F9
sourceTranslatedAddress | SEB 3 RZE IP {5: 10.1.144.199

spt EETAR—F 1~65535 D&
src EETIPFZRLR {51: 10.1.144.199
suser A—)LRIEE 5l suserl

v 7 Ol

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|100101|Ransomware URL in Web Reputation Servi
ces database - HTTP (Request) |8|dvc=172.22.9.32 dvcmac=00:50:5
6:AD:03:BD dvchost=localhost deviceExternalId=E9A3FA433916-473
8984C-A4BF-84A0-D603 rt=1593761104000 cs3lLabel=HostName_Ext cs
3=ca95-1.winshipway.com cn2Label=WRSScore cn2=49 cn3Label=Thre
at Type cn3=5 dmac=00:16:c8:65:98:d5 shost=172.22.9.5 src =172
.22.9.5 spt=41757 smac=00:50:56:82:e7:a9 sourceTranslatedAddre
§s=172.22.9.5 cnllLabel=CCCA_Detection cnl=1 request=http://ca9
5-1.winshipway.com/ requestClientApplication=Wget /1.12 (linux
-gnu) app=HTTP deviceDirection=1 dhost=150.70.1 62.115 dst=150
.70.162.115 dpt=80 cs2lLabel=URLCategory cs2=Ransomware destina
tionTranslatedAddress=150.70.162.115 cs4lLabel=pAttackPhase cs4
=Command and Control Communication flexNumberllLabel=vLANId fle
xNumber1=4095 request=http://ca95-1.winshipway.com/ devicePayl
0adId=5:17:




Syslog AT YT YELY - CEF

CEF EXDEHOS: A —)LigHn g

F2-5. CEFEXDOBRER S A—)LBEEO Y
CEF ¥— Z5BH 1

[mt

Header (logVer) CEFiekmD/N—a > CEF: 0

Header (vendor) TFISATUADARUA | Trend Micro

Header (pname) FISAT7oREG Deep Discovery Director
Header (pver) Zji'fT‘/Xd)/(— 5l: 5.3.0.1212
vav

Header (eventid) A~ ~ID 100130

Header (eventName) SRER EMAIL_DETECTION

Header (severity) A—ILDEKXE 2: fEAFTE
41K
6:
&5

act AR FONE 451):
quarantined
passed
stripped
analyzed
stamped
subjectsTagged
deleted

delivered directly
cleaned up

file sanitized




Deep Discovery Director Syslog AT YRy EV S HA K

CEF ¥— B fiE
cnl EZEENDIESH LEMNERETOS S A
2ARETOTS A
3: A1E URL
LREI7TAIL
5: NE URL
6: RINLA—IL/T L—A—
12
749y
8 AVTUVER
9 ERREA LRI+
cnllabel ERDIESH threatType
cn2 A—LDY A X #l: 30841
cn2Label A—=LDYA R msgSize
csl A—)LTRE SN =B8R | 5]: VAN_MALWARE.UMXX|
(P11 FRAUD_PHISHING.WRS
csllabel A—I)LTCHRHESIN-ER | threats
(OEA:T]
cs2 AL A —)LD ID f51l: 6965222B-13A6-
C705-89D4-6251B6C41E03
cs2Label A& A —ILD ID msgUuid
cs3 A—JLID fl:
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>
cs3Label A—JL ID messageld
cs4 BEEZEDA—ILT FLR | fl: useri@example.com
cs4Label EEBDA—ILT FL R | senderMail
DTN




Syslog AT YT YELY - CEF

CEF ¥— Bkl &
cs5 ZEFEDA—ILT KLR | fl: user2@example.com
cs5Label ZEFEDA—ILT KL R | rcptMail

DN

deviceExternalld

T7FS5AT72UARDGUID

151: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

duser A—ILRIEE 51
userl@example2.com;test@163.co
m
dvc FISATUADIPT | $:10.1.144.199
KLZR
dvchost FTIS5AT72UADKRA | l: localhost
£
dvecmac FTSAF72UADMAC | $l: 00:0C:29:6E:CB:F9
7 KLZR
msg A—ILDH£ {51: hello
rt =R 357:537 {5l): 1593761104000
B UNX B A LREZ Y
J(1970F 1818
(UTC) MM S 1 #E)
src EETIPFTRLR {51: 10.1.144.199
suser A—ILEIEE 51l: user2@example.com
a7 Ol

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|100130 | EMAIL_DETECTION|6|rt=1593761104000 src
=150.70.186.134 cs3Label=messageld cs3=<20150323115314.BCA2C91
68EA@internalbeta.bcc.ddei> deviceExternalld=c425624a-e9db-4f3
f-8088-2726f15e6587 act=passed dvchost=internalbeta.bcc.ddei d
vc=10.64.1.131 duser=userl@domainl.com;user2@domainl.com;user3
@domainl.com msg=Virus_Report-20150323_02:00 cn2Label=msgSize
cn2=83878 cnllLabel=threatType cnl=3 suser=user@domain2.com dvc
mac=C4:34:6B:B8:09:BC cs2Label=msgUuid cs2=73A9FA6A-11F3-4F05-




Deep Discovery Director Syslog AT YRy EV S HA K

BCEE-6BB5EC111FE7 csllLabel=threats cs1=PUA_Test_File|TROJ_GEN.
RO4ACOPAH15 | PAK_Generic.005 | ADW_DOWNLOADER.WRS | LOW-REPUTATION-
URL_BLOCKED-LIST.SCORE.WRS|LOW-REPUTATION-URL_BLOCKED-LIST.SCO
RE.WRS|TROJ_GEN.RO2SCOOLH14 | TROJ_GENERIC.WRS|TROJ_DOWNLOADER.W
RS

CEF EXORBHEOJ: 77/ /B0 s

Fo2-6. CEFREXDBRERY: HA T 7 ILEBEHD S

CEF ¥— B7L ]
Header (logVer) CEFEXD/\—2a > CEF: 0
Header (vendor) TFISATUADARUA | Trend Micro
Header (pname) FISAT7URER Deep Discovery Director
Header (pver) ZjE"(T‘/ZG)/(— {5: 5.3.0.1212
vy
Header (eventid) ARV MID 100131
Header (eventName) ERBA ATTACHMENT_DETECTION
Header (severity) EXE 2: fERATE
41K
6: &8
85
csl EZHDOBH fll: VAN_BOT.UMXX
csllabel BHEOAR threats
cs2 NEBA—JLD ID 1: 6965222B-13A6-
C705-89D4-6251B6C41E03
cs2Label AERA—ILD ID msgUuid
deviceExternalld F7FSA4TADGUID | #l: 6B593EL17AFB7-40FBBB28-
A4CE-0462-A536




Syslog AT YT YELY - CEF

CEF ¥— Bl &
dve FISATUADIPT | :10.1.144.199
KL X
dvchost TFTSATUADEKRR k| Hl: localhost
%
dvemac T T54 T 2AD MAC {51: 00:0C:29:6E:CB:F9
7KFLXR
fileHash SHA-1 fi:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEOTI7AINEA4T | FLRFFEY Y TIT7A0
fname T2774IL% 5l: excel.rar
fsize 274NN A4 X 51:131372
rt 05 4R {51l: 1593761104000
B UNIX 2 A LRA Y
J(970%F 1818
(UTC) MDD = 1) Fk)
v 7 DOB:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|160131|ATTACHMENT_DETECTION|6]|rt=159376110400
0 fileHash=E49395FEACC12A5613E7BA6C69AC5E42EDFDA42D fsize=1768
1 fileType=MIME Base64 dvchost=internalbeta.bcc.ddei dvc=10.64
.1.131 deviceExternallId=c425624a-e9db-4f3f-8088-2726f15e6587 c
s2Label=msgUuid cs2=E89A23BE-11F5-2505-BCEE-21027D078154 fname
=3C761B45-626D-4E75-B4782FDOE5E8369C.eml dvcmac=C4:34:6B:B8:09
:BC csllLabel=threats cs1=TROJ_UP.258A1A7D




Deep Discovery Director Syslog AT YRy EV S HA K

CEF EXDRHE O :URLEHO S

F2-7.CEFEXDKRERN S URL RHE RS

CEF ¥— B f&
Header (logVer) CEFiekmD/N—a > CEF: 0
Header (vendor) TFISATUADARUA | Trend Micro
Header (pname) FISAT7oREG Deep Discovery Director
Header (pver) Zji'fT‘/Xd)/(— {51: 5.3.0.1212
vav
Header (eventid) ARV MID 100132
Header (eventName) SRER URL_DETECTION
Header (severity) A—ILDEKRE 41K
6:
& a

cat ATIY f5i: 90:02
csl EBOAH #3ll: LOW-REPUTATION-

URL_MALWARE.WRS
csllabel 12108 threats
cs2 MER A —JLD ID f3ll: 6965222B-13A6-

C705-89D4-6251B6C41E03
cs2Label AEA—ILD ID msgUuid
deviceExternalld 7F5472ARDGUID {51: 6B593E17AFB7-40FBBB28-

A4CE-0462-A536
dvc TISAF7VADIPT | $1:10.1.144.199

FLX

dvchost 27’54 F7URADKRR k| $l: localhost




Syslog AT YT YELY - CEF

CEF ¥— Bkl &
dvemac 7 T54F2ADMAC | fl: 00:0C:29:6E:CB:F9
7 ELR
request URL 51: http://www.example.com/?
utm_campaign=4-21-2014 | http://
example.com/eloquaimage
rt A5 & B f51l: 1593761104000
B UNX R A LRZ Y
J(970F1A1H
(UTC) M B M = 1) 7r3h)
= 7 DA

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|100132 |URL_DETECTION|6|rt=1593761104000 cs2La
bel=msgUuid cs2=73A9FA6A-11F3-4F05-BCEE-6BB5EC111FE7 dvcmac=C4
:34:6B:B8:09:BC dvchost=1internalbeta.bcc.ddei request=http://w
ww.alltobid.com/guopai/upload/dan201401.zip d vc=10.64.1.131 d
eviceExternalIld=c425624a-e9db-4f3f-8088-2726f 15e6587

CEF XD A vt—TBHOY

£ 2-8.CEFBEXD A vt—BHO Y

CEF ¥— Bk [}
Header (logVer) CEFfem/nN—2a > CEF:0
Header (vendor) TFITSATVADAR YA | Trend Micro
Header (pname) TFISATRER Deep Discovery Director
Header (pver) Zjﬁff T URADIN— 51: 5.3.0.1212

vayv

Header (eventid) AR MID 100136
Header (eventName) iER MESSAGE_TRACKING




Deep Discovery Director Syslog AT YRy EV S HA K

%

CEF ¥— B [}
Header (severity) A—ILDEKRE 2: {ERATTE
2: REF
2EE
41K
6: §
&=
dvc FTIZATVADIPT | $1:10.1.144.199
FLZR
dvemac TTI54F2ADMAC | l:00:0C:29:6E:CB:F9
7 KLR
dvchost TF5A4T7RADKRR b | fil: localhost

deviceExternalld

T7TS5A4AT72VARDGUID

{51: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

rt

A 4 R

BUNIX 2 A LRA Y
J(1970F 1818
(UTC) MBS M = 1) 7r3h)

{5: 1593761104000

csllabel A=ILIDDIANIL messageld

csl A—)LID IR
<20150414032514.494EF1E9A365@i
nternalbeta.bcc.ddei>

cs2Label A& A —ILD ID msgUuid

cs2 REA—JLD ID 11: 6965222B-13A6-
C705-89D4-6251B6C41E03

suser A—JLEEE 5l: user2@example.com

duser A—ILRIEHE 51

userl@example2.com;test@163.co
m




Syslog AT YT YELY - CEF

CEF ¥— B &
msg A—ILDHS 1: hello
reason Javyv s uBEnERH f5: Timeout period expired
cs3Label RFDAT—ER latestStatus
cs3 B30 « Quarantined
Delivered

Delivery unsuccessful

Processing completed

Deleted

src EETIP7FLR f4ll: 10.1.144.199
cs4Label EEFEDA—ILT FLR | senderMail

DN
cs4 BEEFEDA—ILT FLR | #l: useri@example.com
cs5Label ZEBEDA—ILT FLX | rcptMail

DN
cs5 ZEFEDA—ILT FLR | fl: user2@example.com
deviceTranslatedAddress JL—MTADIP 7 FL | f:204.92.31.146

A
cs6Label WIEBEEDS NIV procHistory
cs6 A0TE g FEE Bl: TN AHRIT LI,

K "FALREZ T 1B 1,24
LRABRT 2B, B4 LR
227 niniEn"

=R ARLE

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|100136 | MESSAGE_TRACKING|2|rt=1593761104000 cs
3Label=1latestStatus cs3=Delivery unsuccessful dvchost=localhos
t.localdomain deviceExternalId=9ceb7be2-3ec5-4b80-8697-6b4913e
b044b dvc=10.204.63.177 duser=test@test.com dvcmac=00:50:56:A7




Deep Discovery Director Syslog AT YRy EV S HA K

:5F:AD reason=host 10.204.253.179[10.204.253.179] said: 552 te
st@test.com mailbox full (in reply to end of DATA command) csl
Label=messageId cs1=20180427025553.4D771D6135F@localhost.local
domain cs4lLabel=senderMail cs4=marks@relay.ddei.com suser=fake
@test.test msg=plain_text_upper_case.HTML/HTM cs2Label=msgUuid
CcS2=EB715918-6ACB-A405-BF46-56F53CE3FD86 cs6lLabel=procHistory
cs6=Apr 27 2018 02:55:53 GMT+00:00 Received,Apr 27 2018 02:55:
53 GMT+00:00 Sent for analysis,Apr 27 2018 02:56:48 GMT+00:00
Action set to 'pass',Apr 27 2018 02:56:48 GMT+00:00 Delivery u
nsuccessful,Reason:host 10.204.253.179[10.204.253.179] said: 5
52 test@test.com mailbox full (in reply to end of DATA command

)

CEF BXDEBR7 54 R0 J: 2 7 M4 L5

AR+

R 2-9.CEFRRRDRETFSAYPHAT: J7 A ILDFA A2 b

CEF ¥— B 1
Header (logVer) CEFEXD/\—2a > CEF: 0
Header (vendor) FTISATURADARUA | Trend Micro
Header (pname) FISAT7URER Deep Discovery Director
Header (pver) Zj547>X®K— {5: 5.3.0.1212

vav
Header (eventid) ARV MID 200119
Header (eventName) SR AR Sample file sandbox analysis is
finished
Header (severity) EXE 3[R
enl GRID/CSSS D#&R 0: GRID MEE L&D ALY
LGRID WEEEM>TLVD

cnllabel GRID/CSSS M#EE GRIDIsKnownGood




Syslog AT YT YELY - CEF

CEF ¥— B fiE
cn2 ROZ L—F 4 >¥ Bl VRIS
cn2Label ROZ L—T 12 ROZRating
cn3 PCAP {& FAmT&E 0: PCAP AM&E A AT &
1: PCAP HME AT 8
cn3Label PCAP {§ F AT &E PcapReady
csl B RRY I RA A= | fl: win?
DFELR
csllabel B2 RRy ¥y R4 A—2 | SandboximageType
DiELE
cs2 RETOTS L% {5: HEUR_NAMETRICK.A
cs2Label FETOYS L% MalwareName
cs3 LG SHA-1 £il:
A29E4ACATOBEF4AF8CE75AF51032B
6B91572AA0D
cs3Label EfI0D SHA-1 ParentFileSHA1

deviceExternalld

7 TS5A4 T 2AD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dve TTIS5AT7VADIPT | $1:10.1.144.199
KLZR
dvchost TFTS5AT72UADKRA k| I localhost
£
dvemac TFTS5AT72URADMAC | fl: 00:0C:29:6E:CB:F9
7 RELR
fileHash SHA-1 R
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDT7AINEAT BIRIFFEY kv FTI774L
fname 27414 15l: excel.rar




Deep Discovery Director Syslog AT YRy EV S HA K

[mt

CEF ¥— Bl f

fsize 274NN 4A4 X 51:131372

rt S HTEEZ {5: 1593761104000

B UNIX 2 A LRA Y
J(90F 1818
(UTC) MBS M = 1) Fh3k)

27 D

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|200119 |Sample file sandbox analysis is finish
ed|3|rt=1593761104000 dvc=10.64.1.131 dvchost=1internalbeta.bcc
.ddei dvcmac=C4:34:6B:B8:09:BC deviceExternalId=c425624a-e9db-
4f3f-8088-2726f15e6587 fname=Wonga Express Loan Promtion 3.5%
Offer.doc fileHash=A46E1F56969DECC5FEAF120A2279946A2F42D619 f1i
leType=MS Office fsize=53760 csllLabel=SandboxImageType csl=win
8len cnllLabel=GRIDIsKnownGood cnl=-1 cn2Label=R0ZRating cn2=1
cs2Label=MalwareName cs2=VAN_MALWARE.UMXX cn3Label=PcapReady c
n3=1

CEF RXDRET7 F 54 VAT J: URL HiT A R

>k
R 2-10. CEF KR DEET7 54 PO T URL A R b+
CEF ¥— B &
Header (logVer) CEFfekm/NN—2a > CEF:0
Header (vendor) TFFTS5AT7RADR A | Trend Micro
Header (pname) FISAT7REE Deep Discovery Director
Header (pver) Z754 T UADIN— 51: 5.3.0.1212
vav

Header (eventid) AR KID 200126




Syslog AT YT YELY - CEF

CEF ¥— B [}
Header (eventName) SR AR URL sandbox analysis is finished
Header (severity) EXE 3
cn2 ROZ L—TFT 4% Bl:3: UROE
cn2Label ROZ L—TF 1Y ROZRating
cn3 PCAP & /T BE 0: PCAP A& AR BE

1: PCAP A& F T &
cn3Label PCAP {§ F AT & PcapReady
csl YRRy IR A= | il win7
DIELR

csllabel B2 FRy ¥y XA A—2 | SandboximageType

%%}

deviceExternalld

T7TS5SA4AF72URADGUID

{51l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

dvc FISAT7RADIPT | 14:10.1.144.199
FLR
dvchost FFSAT7URADKRR b+ | fl: localhost
&
dvemac FTSAF72UADMAC | l: 00:0C:29:6E:CB:F9
7 FLR
fileHash SHA-1 f:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
request URL 5l http://www.example.com/?
utm_campaign=4-21-2014 | http://
example.com/eloquaimage
rt Xt {51): 1593761104000

B UNX 2 LRE Y
J(970%F 1818
(UTO) M 5D I Y #hEY)




Deep Discovery Director Syslog AT YRy EV S HA K

o 7 DOfF:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|200126 |URL sandbox analysis is finished|3|rt=
1593761104000 dvc=10.64.1.131 dvchost=1internalbeta.bcc.ddei dv
cmac=C4:34:6B:B8:09:BC deviceExternalld=c425624a-e9db-4f3f-808
8-2726f15e6587 request=http://paypal-world.ga/home/? fileHash=
5EA358C987D1FDE34957B9A36AF38321C5F37D8B csllLabel=SandboxImage
Type csl=win8len cn2Label=R0ZRating cn2=3 cn3Label=PcapReady c
n3=1

CEF BADRBT T 54 FAHOJ: F L LREA

N2k

K21 CEFRADEBTF 54 FoHO T ELOEEA D b

CEF ¥— L B

Header (logVer) CEFED/N\—2 3> CEF: 0

Header (vendor) TFTISATUADARUA | Trend Micro

Header (pname) TFIS5AT7RES Deep Discovery Director

Header (pver) 7 TSAT7VRDIN— {5: 5.3.0.1212

varv

Header (eventid) ARV MID 200127

Header (eventName) £iBR Notable Characteristics of the
analyzed sample

Header (severity) EXE 6

csl BRARY—2 f51l: Internet Explorer Setting
Modification

csllabel BRAKR)—4% PolicyCategory

cs2 EBERARNY O 451l :Modified important registry

items




Syslog AT YT YELY - CEF

CEF &— 5 BA fi&
cs2label BRARY FOSHT PolicyName
deviceExternalld F7T5A4F72ADGUID | f5l: 6B593E1TAFB7-40FBBB28-
A4CE-0462-A536
dvc FTSAT7ADIPT | $:10.1.144.199
FLR
dvchost TIS5AT72ADAKRR b+ | fl: localhost
E
dvcmac T TS5A4T2UAD MAC 151: 00:0C:29:6E:CB:F9
7 RELR
fileHash SHA-1 1
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
fileType EEDI7AILEAT BlRIFFEY by TIT7AML
fname 27414 51: excel.rar
fsize T774NWLHA4 R 51:131372
msg FHiH {51l: Process 1D:3020\n Image
Path:%ProgramFiles%\\Internet
Explorer\\IExplore.exe
SCODEF:2956 CREDAT:209921 /
prefetch:2
rt SRRz 151: 1593761104000
Bz UNIX R A LR Y
7 (19704 1 A 1 B (UTC)
Nod ) ER
o 7 OF:

May 15 16:00:47 localhost CEF:0|Trend Micro|Deep Discovery Dir
ector|5.3.0.1212|200127 |[Notable Characteristics of the analyze
d sample|6|rt=1593761104000 dvc=10.64.1.131 dvchost=1internalbe
ta.bcc.ddei dvcmac=C4:34:6B:B8:09:BC deviceExternalld=c425624a
-e9db-4f3f-8088-2726f15e6587 fname=http://bsjv.tk/bbb/bbb/bbb
fileHash=2D302EEEF703CBB8713B806B3C5B4B3A2A28E92A fileType=URL




Deep Discovery Director Syslog AT YRy EV S HA K

fsize=0 csllLabel=PolicyCategory csl=Process, service, or memor
y object change msg=Process ID: 3020\n Image Path: %ProgramFil
es%\\Internet Explorer\\IExplore.exe SCODEF:2956 CREDAT:209921
/prefetch:2 cs2Label=PolicyName cs2=Creates process




S, 8,0 RN >
Syslog AV T2YYvYEYTY -LEEF
R D#-F1%, Deep Discovery Director O 12 7 {1 J) & LEEF JED v A7 A
mrlpary oY~y B ERLTONET,
Deep Discovery Director D547 V=7 DU R h:

48— [LEEF X OEAT 754 Fu 7 iE ) A b kT o
A AV AN

Deep Discovery Inspector Ofgitim 7
50 ~X—® [LEEF JERXO&E = 7 |
57 ~—® [LEEF WOEEET 7V r—varn 7|
60 ~—? [LEEF G DO Web L B 25— a1 )
64 ~— D [LEEF JERDOHERKROH LA T hr )

3
=
1T

LEEF 1 ZHESC Tl A N Matka 2 7K1V 525 1<009>) CTXEIY %7,




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF XX DIREB7FSA4 05 EBEJVRA LS
L3 AR S

RILLEEFEADEFYR ML UHFI 304 RU b

LEEF ¥ — B7L fi&
Header (logVer) LEEF 6 M/3—2 3> | LEEF: 1.0
Header (vendor) TFFTS5AT7RADR A | Trend Micro
Header (pname) FISAT7REE Deep Discovery Director
Header (pver) ?754 T UADIN— {51l: 5.3.0.1212
vav

Header (eventName) AR5 DENYLIST_CHANGE
act ARV FDWE Add

Remove
deviceExternalRiskType JRI LR Low

Medium

High

deviceGUID

7754 T 2ADGUID

{5l: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS54T72ARD MAC
7KLZR

{5: 00:0C:29:6E:CB:F9

devTime

DL

{5: Mar 09 2015 17:05:21 GMT+08:00

devTimeFormat

K&l DRz

MMM dd yyyy HH:mm:ss z

dhost EEXRKRR M {51 insta-find.com
dpt JE—kR—k 1~65535 D&
dst JE—FIP7FLX f51: 10.1.144.199
dvc {51: 10.1.96.147

FISATUVADIPT
FLX




Syslog A>T YTV ELY - LEEF

LEEF F— A [
dvchost T7FIS5A4T7RADHRR b | i localhost
£
end LAR— MMETEZI f5il: Mar 09 2015 17:05:21 GMT+08:00
fileHash SHA1 fl:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
pComp T Sandbox
uDbSO
sev BEXE 3 (EETE)
type EFYR FDIELE Deny List IP/Port
Deny List URL
Deny List File SHA1
Deny List Domain
url URL f5l: http://1.2.3.4/
7 7 O

ﬁ TE

LEEF 0 VX2 AT 25813, A XV MEtEgd % 7 XUV 25 1<009>] T

X810 £,

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Director|5.3.0.1212 | DENYLIST_CHANGE|devTime=Apr 01 2019 18:26:
11 GMT+08:00<009>devTimeFormat=MMM dd yyyy HH:mm:ss z<009>sev=
3<009>dvc=10.1.96.147<009>dvchost=DDD-IB-int<009>deviceMacAddr
ess=00:50:56:A3:CE:81<009>deviceGUID=C4BD2B76-6C3D-416E-ABOC-6
FA204DOOFBC<009>end=Jan 19 2038 11:14:07 GMT+08:00<009>act=Add
<009>type=Deny List File SHA1<009>f1ileHash=BF378BF908A802DEADF
A9CB9FAQC02955C904F08<009>deviceExternalRiskType=High<009>pCom

p=Sandbox




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF e XD BB O

K32 LEEFRRKXDEHRO Y

LEEF F— &R f&
Header (logVer) LEEF ‘6 M/s— 3> | LEEF: 1.0
Header (vendor) FTISATUADARUA | Trend Micro
Header (pname) FISAT7RES Deep Discovery Director
Header (pver) 27547>X®/(— {51: 5.3.0.1212
vav
Header (eventName) ARV MALWARE_DETECTION
MALWARE_OUTBREAK_DETECT
ION
SECURITY_RISK_DETECTION
origin AT OmBITLiEoT Inspector
Deep Discovery 7 75 4
TR
act ARy FDWE blocked
not blocked
aggregatedCnt £5HH f: 1
aptRelated APT BEEA RV hERY |0 F(FL
botCommand Ry bDavwr R {5: COMMIT
botUrl Ry k@D URL f51l: example.com
cccaDestination CCCA7 FLR f51: 10.1.144.199
cccaDestinationFormat CCCA DFE#R IP_DOMAIN

IP_DOMAIN_PORT
URL
EMAIL




Syslog A>T YTV ELY - LEEF

LEEF ¥ —

gE-Elil

B

cccaDetection

CCCA D&

0Ff=IF1

cccaDetectionSource

CCCA R T DR T

GLOBAL_INTELLIGENCE
VIRTUAL_ANALYZER
USER_DEFINED

cccaRiskLevel CCCAJRI LA 0: B4
L&
2:th
=)
channelName FyRILB f5l: IRCChannell
chatUserName v r—L 5l: IRCUserl
cnt T fi: 1
compressedFileName g—ﬁ A TRDT 74l | Hl: mixlegih.dll
detectionType B DER 0: BXEn D &
1 RADIEH
2:OPS D%

deviceDirection

N7y KDAM

0: IS THHHER
1 EETHARNE
2: "B

deviceGUID

T7FTS5AT72UARDGUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS54T72AD MAC
7KLZR

{5l: 00:0C:29:6E:CB:F9




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF &— Bl fi&
deviceRiskConfidenceleve | $I|E DR 1&E
l 2:
3
0: REZH
devTime =ER-3n1:53] {5: Mar 09 2015 17:05:21 GMT+08:00

devTimeFormat

i [0)i7EN

MMM dd yyyy HH:mm:ss z

dhost REIEXRRR & 451: dhost1
dOSName EEFLARX LD 0S {5l: Android
dst EEEXEIPTELR {51: 10.1.144.199
dstGroup EEHLEKRZ FZEY HT | 4 monitorl
ENTWWSRy FT—2
gn—7
dstMAC E{E 5 MAC {1: 00:0C:29:6E:CB:F9
dstPort EEXR—F 1~65535 D&
dstZone EEXV—Y 0: EfRR Ry bO—2 5
LERMNRERY FT—U R,
B EER)
2LERMERY FT—Y A,
EE LWL
duser A—ILRIEE 5l: duserl
dUser1 EEXI—HFL1 {51: admin

dUserlloginTime

R‘ELI—Yons4t
BEZI 1

5]: Mar 09 2015 17:05:21 GMT+08:00

dUser2

EEE1I—Y4H2

5l: admin

dUser2LoginTime

EEXI—YOOIF
BEZI 2

451: Mar 09 2015 17:05:21 GMT+08:00




Syslog A>T YTV ELY - LEEF

LEEF ¥ —

A

dUser3

EEXI—YE3

5: admin

dUser3LoginTime

‘g1 —HYonsty
BEZl 3

{5: Mar 09 2015 17:05:21 GMT+08:00

dvc TISA4F7VADIPT | $1:10.1.96.147
FLZR
dvchost FIZA4TADKRR k| fl: localhost
£
evtCat ARV EDATTY f51l: Suspicious Traffic
evtSubCat AR O TATIY | il Email
fileHash SHAL fl:
1EDD5B38DE4729545767088C5CAB
395E4197C8F3
filePath T7AILISR {5l: SHARE\\
fileType EEDT7AILEA4T | $l: 1638400
fname T7AILE {51: excel.rar
fsize T7A4IHY4A4RX 151:131372
hackerGroup Ny h—5L—7 {5: Comment Crew
hackingCampaign NYXTHEDRZFR {51: Aurora
hostName KRR+ f5ll: CLIENT1
interestedIp BT BIP {51: 10.1.144.199
mailMsgSubject A—ILDH % f5l: hello
malFamily FEFBYTSLT7 2 | Hl:Duqu
malName RETOT S L4 f5l: HEUR_NAMETRICK.A
malType AETBT S LDIESE {51]: MALWARE

mitigationTaskld

Mitigation DA X2 k&
A9 1D

5l: dc036ach-9a2e-4939-8244-
dedbda9ec4ba




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF &— Bl fi&
msg &R BA {5: HEUR_NAMETRICK.A - SMTP
(Email)
oldFileHash A—ILHFATFAILD 4i):
SHA-1 1EDD5B38DE4729545767088C5CAB
395E4197C8F3
oldFileName A= T 7AILA f51l: excel.rar
oldFileSize A—ILEMF T 74 ILDY | fl: 150000
14X
oldFileType A—IEMFT7AILDE | fl: 1638400
147
pAttackPhase — R Intelligence Gathering
Point of Entry
Command and Control
Communication
Lateral Movement
Asset and Data Discovery
Data Exfiltration
Nil ((ZE T H2REEFRELL)
pComp BHEI VY /armR— | fl:VSAPI
b
peer|P E7IP7 LR 151: 10.1.144.199
proto Joran {5ll: SMTP
protoGroup Joranin—7 f51: SMTP
ptype 7TV — 3 U DIELE | IDS
requestClientApplication | A—HI—Yxz 2V b+ Bl 1E
riskType BEMGZURY 0:BEEND ) XY
1LBEMGEYRY




Syslog A>T YTV ELY - LEEF

LEEF ¥— B &

ruleld JL—JL 1D fl: 52

sAttackPhase TR {1: Point of Entry

sev BEXRE 2: tE¥R
418
6: #
8=

shost EETRR 45: shostl

sOSName EETARX FD OS 48: Android

src EETIP7FLR f1: 10.1.144.199

srcGroup FEEFTARR MZEIY HT | 4 monitorl

LTSy FT—2
gn—7

SrcMAC ST MAC f31l: 00:0C:29:6E:CB:F9

srcPort BEETR— b 1~65535 D1iE

srcZone EETYV— 0: EEfRM Ry FT—0 4
LERAERY FT—O K,
LR
2ERHARRY FT—O R,
EmELan

suid a1—H4 {5l Userl

suser A—LEESE f5ll: suser1

sUserl EETI Y41 f5: admin

sUserlLoginTime

EETI—HYOrst
BEZI 1

5]: Mar 09 2015 17:05:21 GMT+08:00

sUser2

EiETa1—Y4%2

5l: admin




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF &— Bl fi&
sUser2LoginTime BEfExXTI—F D57 | Hl: Mar09 2015 17:05:21 GMT+08:00
Bzl 2
sUser3 REIETI—HY4E3 451 admin
sUser3LoginTime EETIA—YDOOTF > |l Mar 092015 17:05:21 GMT+08:00
Bzl 3
threatType EZERDESR « FRERIVTFIUY
1 FIEAENME
2: NEEE
X TFaR—ILER
4 L—9x7T
url URL {51: http://1.2.3.4/query?term=value
VLANId VLANID 0~4095 D&
= 27 D
IE
LEEF v 7 #3285 80, 40 MEtksd 2 7Ry 0 525 [<009>) T
X0 £,

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Director|5.3.0.1212 | SECURITY_RISK_DETECTION|origin=Inspector<o
09>devTimeFormat=MMM dd yyyy HH:mm:ss z<009>ptype=IDS<009>dvc=
10.1.105.120<009>deviceMacAddress=00:50:56:B6:FE:C0<009>dvchos
t=twddiv-120<009>deviceGUID=92A12204F15F-48B59215-C17B-C516-B2
CB<0O9>devTime=Apr 01 2019 10:24:45 GMT+00:00<009>sev=8<009>pr
0toGroup=TCP<009>proto=TCP<OO9>VLANId=4095<009>deviceDirection
=1<009>dhost=2.2.2.2<009>dst=2.2.2.2<009>dstPort=443<009>dstMA
C=58:35:d9:de:4a:42<009>shost=10.1.117.172<009>src=10.1.117.17
2<009>srcPort=35702<009>srcMAC=00:08:e3: ff:fd:90<009>malName=U
SR_SUSPICIOUS_IP.UMXX<009>malType=MALWARE<009>fileType=-65536<
009>fsize=0<009>ruleId=729<009>msg=Callback to IP address in C
ontrol Manager and Deep Discovery Director User-Defined Suspic
jous Objects 1list<009>deviceRiskConfidencelLevel=1<009>pComp=CA




Syslog A>T YTV ELY - LEEF

V<009>riskType=1<009>srcGroup=My Company/TW 12F<009>srcZone=1<
009>dstZone=0<009>detectionType=1<009>act=not blocked<009>thre
atType=1<009>interestedIp=10.1.117.172<009>peerIp=2.2.2.2<009>
cnt=5<009>aggregatedCnt=1<009>cccabDestinationFormat=IP_DOMAIN<
009>cccabDetectionSource=USER_DEFINED<QO9>cccaRiskLevel=3<009>c
ccaDestination=2.2.2.2<009>cccaDetection=1<009>evtCat=Callback
<009>evtSubCat=Bot<009>aptRelated=0<009>pAttackPhase=Command a
nd Control Communication

LEEF XXDEFET7 TV 45— avny

K33 LEEFRAXDEZIE7 TUSy—Yarnsd

LEEF &— iEA &
Header (logVer) LEEF fisXD/N\—2 3> | LEEF: 1.0
Header (vendor) FTISATURADOARUA | Trend Micro
Header (pname) TFISAT7URER Deep Discovery Director
Header (pver) FISATURMDIN— {5: 5.3.0.1212
ay
Header (eventName) AR LB DISRUPTIVE_APPLICATION_DETECTI
ON
origin A OBMBITLEHEoT: Inspector
Deep Discovery 7 75 4
TR
aggregatedCnt £iHH fi: 1
cnt g Bl 1

deviceDirection

N7y CDAR

0: IX{ETTAVHHER
1. EETTHAAER
2: B

deviceGUID

T7TS5A4T72VADGUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF ¥ —

A

[

deviceMacAddress

T FS54T2VARD MAC
7KEFLX

{511: 00:0C:29:6E:CB:F9

devTime 0 4 B f5l: Mar 09 2015 17:05:21 GMT+08:00
devTimeFormat =320[0) 75 MMM dd yyyy HH:mm:ss z
dhost EEXRRX M 51: dhost1
dOSName EIEXRKRR FD 0OS {5: Android
dst EEEXIPFRLR {51: 10.1.144.199
dstGroup EELARX FZEIY T | 5l monitorl
bNTWLWSRy bD—2
gn—7
dstMAC E{E 5% MAC {51: 00:0C:29:6E:CB:F9
dstPort EEXRR—F 1~65535 DIE
dstZone EELEY—Y 0:EEfR&E Ry fO—5 5
LERXERY FTO—0 A,
I EE RS
2ERMERY FTO—U A,
{EFEL AL
dvc FISAT7VADIPT | 1:10.1.96.147
FLZR
dvchost FITSATUADEKRR b | Hl: localhost

%

interestedIp EFEITBIP {51: 10.1.144.199

msg B {5: HEUR_NAMETRICK.A - SMTP
(Email)

pComp BETVYy/avik— | I VSAPI

S

peerlP

E7IP7FLR

{51: 10.1.144.199




Syslog A>T YTV ELY - LEEF

LEEF F— A [

proto Jokan 5: sSMTP

protoGroup Jartansdn—7 {5l: SMTP

ptype 7V r— 3 >nFiEEE | IDS

sev BEXE - 2 1EER
41K
6: &
=)

shost EETKRR f5: shost1

sOSName EETARX FD OS {51: Android

src BEETIP7FLR fll: 10.1.144.199

srcGroup EETARR MMZEIY ET | Hl: monitorl

SNTWSRy kT—%
Tgn—7

srcMAC EIETT MAC f51l: 00:0C:29:6E:CB:F9

srcPort EETAR—F 1~65535 DIE

srcZone EETY—> < 0EBRXMERY FT—04
LEHRRRAY FU—O A,
1E%d %
2EHRRRY FT—U A,
EFELZL

threatType EZEENOESR 6

VLANId VLANID 0~4095 D{E

1 7 DB

AE

LEEF o JHC A4 25813, 42 MEttd % 7IXE 0 &L e 1<009>) T
XE)v F4,




Deep Discovery Director Syslog AT YRy EV S HA K

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Director|5.3.0.1212 |DISRUPTIVE_APPLICATION_DETECTION|origin=In
spector<@09>devTimeFormat=MMM dd yyyy HH:mm:ss z<009>dvc=10.20
1.156.143<009>deviceMacAddress=00:0C:29:A6:53:0C<009>dvchost=d
di38-143<009>deviceGUID=6B593E17AFB7-40FBBB28-A4CE-0462-A536<0
09>ptype=IDS<009>devTime=Mar 09 2015 14:20:38 GMT+08:00<009>se
v=2<009>protoGroup=STREAMING<O09>proto=WMSP<009>VLANId=4095<00
9>deviceDirection=1<009>dhost=12.190.48.13<009>dst=12.190.48.1
3<009>dstPort=80<009>dstMAC=00:17:9a:65:f3:05<009>shost=192.16
8.33.2<009>src=192.168.33.2<009>srcPort=35125<009>srcMAC=00:16
:6f:al:3d:7a<009>msg=Deep Discovery Inspector detected the pro
tocol in your monitored network.<009>pComp=CAV<009>threatType=
6<009>srcGroup=Default<009>srcZone=1<009>dstZone=0<009>interes
tedIp=192.168.33.2<009>peerIp=12.190.48.13<009>cnt=1<009>aggre
gatedCnt=1

LEEF XD Web LEAT—S 3004

R34 LEEFBEXD Web LEaATF—>3vnsd

LEEF F— B7L fi&
Header (logVer) LEEF fisXD/A\—2 3> | LEEF: 1.0
Header (vendor) FTS5ATUVRADRUA | Trend Micro
Header (pname) TFIS5AT7REE Deep Discovery Director
Header (pver) TFISAT7RDIN— {51: 5.3.0.1212
ay
Header (eventName) AR+ WEB_THREAT_DETECTION
origin RYOmBTELEoTZ Inspector
Deep Discovery 7 75 4
TR
cccaDetection CCCA D& 0FfIF1




Syslog A>T YTV ELY - LEEF

LEEF ¥ —

A

[

cccaDetectionSource

CCCA R T DIRH T

GLOBAL_INTELLIGENCE
VIRTUAL_ANALYZER
USER_DEFINED

cccaRiskLevel

CCCA YR LR L

0: ~B4
11§
2:

3E

deviceDirection

Ny FDAHM

0: £ {ETTHYHMER
1 X ETHRNE
2: NER

deviceGUID

7 IS4 T 2AD GUID

{5: 6B593E17AFB7-40FBBB28-
A4CE-0462-A536

deviceMacAddress

T TS54F7 VARD MAC
7KLR

{5l: 00:0C:29:6E:CB:F9

devTime

A 4 R

f51: Mar 09 2015 17:05:21 GMT+08:00

devTimeFormat

i U[0iEN

MMM dd yyyy HH:mm:ss z

dhost EEXRRRX B {51l: dhost1
dOSName FEIEHZARRX D OS 5: Android
dst EEXEP7ERLR {5: 10.1.144.199
dstGroup EEHLEKRZ FZEY HT | 4 monitorl
ShTWBRY FT—%
gn—7
dstMAC %15 % MAC f51l: 00:0C:29:6E:CB:F9
dstPort EERR—F 1~65535 D1E




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF F— B7L fi&
dstZone EEEXEY— 0: EERRR Ry FT—2 4
LERIRRY FT—U A,
E¥d %
2EHERFERY FT—I A,
EE@ELAL
duser A—ILRIEH {51: duser1
dvc FISATVADIPT | :10.1.96.147
FLR
dvchost FTZ4TADKRR b+ | fl: localhost
£
hostName RR +4& f5ll: CLIENT1
interestedIp BT BHIP {51: 10.1.144.199
mailMsgSubject A—ILDOH£ 151: hello
msg B {5l: Dangerous URL in Web
Reputation Services database -
HTTP (Request)
pComp BETV D /avR— | Hl:VSAPI
ESA S
peer|P E7IP7KLR {51: 10.1.144.199
proto Jokan {5l: SMTP
protoGroup Jartansin—7 {5: SMTP
ptype 7TV r— 3 nFEEE | IDS
requestClientApplication | 1—HI—T x> b fil: 1
riskScore 237 51: 49




Syslog AV F YR Y ETY - LEEF

LEEF ¥— A [
sev EXE 2: 1E#R
41K
6: #
& &
shost EETRR f51: shost1
sOSName EETHRX FD 0S {51: Android
src EETIP7FLR #1: 10.1.144.199
srcGroup EETARX FMZEIY ET | 5l monitorl
LTSy FT—2
Tgn—7
srcMAC HE{E5T MAC #51l: 00:0C:29:6E:CB:F9
srcPort EETAR—F 1~65535 D1
srcZone EERTY—> 0: MRy FTO—0 45
LERMERY FT—0 A,
BT %
2ERHARRY IO R,
EELAN
suser A —ILEEE {51 suserl
threatType BROESH 5
url URL {5: http://1.2.3.4/query?term=value
urlCat AhF3Y f5: Gambling
VLANId VLANID 0~4095 D{E
1 7 DB
AE

LEEF 0 7 X EHEHAT 25813, A XV MEEEZ 2 7XE1Y
XE)v F4,

FLA [<009>] T
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May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery

Director|5.3.0.1212 |WEB_THREAT_DETECTION |devTimeFormat=MMM dd

yyyy HH:mm:ss z<009>dvc=10.201.156.143<009>deviceMacAddress=00
:0C:29:A6:53:0C<009>dvchost=ddi38-143<009>deviceGUID=6B593E17A
FB7-40FBBB28-A4CE-0462-A536<009>ptype=IDS<009>devTime=Mar 09 2
015 14:06:36 GMT+08:00<009>sev=6<009>protoGroup=HTTP<O09>proto
=HTTP<009>VLANId=4095<009>deviceDirection=1<009>dhost=www. free
webs.com<009>dst=216.52.115.2<009>dstPort=80<009>dstMAC=00:1b:
21:35:8b:98<009>shost=172.16.1.197<009>src=172.16.1.197<009>sr
cPort=12121<009>srcMAC=fe:ed:be:ef:5a:c6<009>hostName=www. free
webs.com<009>msg=Dangerous URL in Web Reputation Services data
base - HTTP (Request)<009>url=http://www.freewebs.com/setting3
/setting.doc<009>pComp=TMUFE<009>srcGroup=Default<009>srcZone=
1<009>dstZone=0<009>urlCat=Disease Vector<009>riskScore=49<009
>threatType=5<009>interestedIp=172.16.1.197<009>peerIp=216.52.
115.2

4

LEEF XX DOEBERERDH D1 >~

5% 3-5. LEEF XX OHEEREROH L1 > To bOY

SFykasy

LEEF ¥— EEA f&
Header (logVer) LEEF i D/N\—2 3> | LEEF: 1.0
Header (vendor) FTISATUADARUA | Trend Micro
Header (pname) FISAT7REG Deep Discovery Director
Header (pver) FISATURMDIN— {5: 5.3.0.1212
o3y
Header (eventName) ARV 5 SUSPICIOUS_BEHAVIOUR_DETECTI
ON
origin AJOBMBITLEEoT- Inspector
Deep Discovery 7 75 4
TR
data0 #lET—420 BINOEEE
datal HET—4 1 BMOEMLE




Syslog A>T YTV ELY - LEEF

LEEF F— B7L fi&
data2 HET—% 2 BINOEEE
data3 HET—45 3 BINOELEE
data4 HET—4% 4 BN EMEE
datas HWET—4%5 BMOEEE
dataé BT —% 6 BMOELE
data7 HWET—527 BINDEEE
datag HET—4% 8 BMOEMEE
data9 HET—%9 BINOREEE

deviceDirection

N7y CDAR

0: ESTTHHMER
1 EETTAINER
2: ER

deviceGUID

TFTS5AF72UARDGUID

{5ll: 6B593E17AFB7-40FBBB28-

A4CE-0462-A536

deviceMacAddress

T TS54T72AD MAC
7 FRLR

{511: 00:0C:29:6E:CB:F9

devTime

05 R

5l Mar 09 2015 17:05:21 GMT+08:00

devTimeFormat

Fr&l Dz

MMM dd yyyy HH:mm:ss z

dvc FISAT7VADIPT | 151:10.1.96.147
FLA

dvchost TFTS5A4T7VADKRR k| Hl: localhost
%

interestedHost FEFRTARERR A f5l: example.net

interestedlp

EBTBIP

{5: 10.1.144.199

interestedMacAddress

BT BAMACT KLR

{5l: 00:0C:29:6E:CB:F9

interestedUser

FBETH1 Y41

5l: user1




Deep Discovery Director Syslog AT YRy EV S HA K

LEEF ¥— B [
interestedUser2 FEYH1—YE2 fll: user2
interestedUser3 FBTH1—Y43 45: user3
pComp WHEIT>P/aviR— | Correlation

E AN
proto Joran f5l: SMTP
ptype 7TV —a U DIELE | IDS
ruleld JL—JL 1D fl: 52
ruleName JL—IL% 51 This host has responded to DNS
queries.
sev BEXE - 2 fEER
4 &
6: 51
&5
threatName BROAR {51: Malicious Bot
threatType ZROESE f5: Malware-related
userGroup aA—¥5NL—7 {51: Default
v 7 Ol

ﬁ TE
LEEF v 7L 2T 25813, A~ MEtEE # 7XE0 52 [<009>) T
X0 £,

May 15 16:00:47 localhost LEEF:1.0|Trend Micro|Deep Discovery
Director|5.3.0.1212|SUSPICIOUS_BEHAVIOUR_DETECTION|origin=Insp
ector<009>devTimeFormat=MMM dd yyyy HH:mm:ss z<009>deviceMacAd
dress=00:0C:29:A6:53:0C<009>dvchost=ddi38-143<009>pComp=Correl
ation<009>dvc=10.201.156.143<009>ptype=IDS<009>deviceGUID=D2C1
D6D20FF8-4FC98F92-25EB-D7DA-AFOE<009>devTime=Mar 11 2015 22:05




Syslog A>T YTV ELY - LEEF

:50 GMT-04:00<009>sev=2<009>1interestedIp=172.16.0.100<009>1inte
restedHost=172.16.0.100<009>1interestedMacAddress=00:0c:29:70:4
5:...36<009>ruleId=47<009>ruleName=This host has responded to
DNS queries.<009>threatType=Unregistered Service<009>threatNam
e=Unregistered DNS Server<009>proto=DNS Response<009>userGroup
=Default<009>deviceDirection=1
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